ANNEX II + III:
 TECHNICAL SPECIFICATIONS + TECHNICAL OFFER

Contract title: Establishment of Efficient System for Prevention and Suppression of Illegal Migrations on the Territory of the Republic of Serbia
  

Publication reference: EuropeAid/129123/C/SUP/RS

Abbreviations
1Gbps




1 Gigabit per second

10Gbps




10 Gigabits per second

2D




Two Dimensions

2G




Second Generation PLMN mobile telephone communication system


3G




Third Generation PLMN mobile telephony communication system

3D




There Dimensions

AAA




Authentication, Authorization and Accounting
AC




Alternating Current

A/C




Air Conditioning

ACL




Access Control List

ACPI




Advanced Configuration and Power Interface

ADSL




Asymmetric Digital Subscriber Line

AFIS




Automatic/Automated Fingerprint Identification System
AMC




Advanced Matcher Controller

ANPR




Automatic Number Plate Recognition
ANSI




American National Standards Institute

ARP




Address Resolution Protocol

AUX




Auxiliary

AVI




Audio Video Interleaved, multimedia container format

BAC




Basic Access Control
BCDR




Business Continuity & Disaster Recovery

BCP




Border Control Point

BIOS




Basic I/O System 

BMP




Bitmap image file format

BoQ




Bill of Quantity

BT




Bluetooth

CALS




Client Access License

CAT5




Category 5 cable – twisted pair cable carrying signals 

CBT




Computer Based Training

CCITT




ITU-T as renamed; Telecommunication Standardization Sector of the International Telecommunications Union
CCTV




Closed-Circuit Television

CD




Compact Disk

CE




Conformité Européenne
CEE




Converged Enhanced Ethernet; and also International Electrotechnical Commission (standard) for Electrical Equipment

CF




CompactFlash, mass storage device format for portable electronic devices

CGI




Common Gateway Interface; CGI v.1.0 RFC 3875 
CGM




Computer Graphics Metafile
CISPR




Comité International Spécial des Perturbations Radioélectriques

CLI




Command Line Interface
CMIS




Case Management and Intelligence System

COM




Communication (serial)

CoS




Class of Service

CPF




Control Path Failover
CPU




Central Processing Unit

DB




Database

DPF




Dual Path Failover

DCBX




Data Centre Bridging eXchange (802.1AB)
DDR3




Double Data Rate type 3

DIMM




Dual In-line Memory Module

DNP3




Distributed Network Protocol 3
DoS




Denial of Service (attack)

DDoS




Distributed Denial of Service (attack )

DVI




Digital Visual Interface

DVD




Digital Versatile Disc

DWF




Design Web Format

DWH




Data Warehouse

EAC




Enhanced Access Control

EADS




European Aeronautic Defence and Space Company N.V.
EC




European Commission

ECC




Error Correcting Code

EJB




Enterprise Java Bean

ESB




Enterprise Service Bus

ETS




European Telecommunication Standard; also Enhanced Transmission Selection (802.1Qaz)
EU




European Union

FAQ




Frequently Asked Question


FBI




Federal Bureau of Investigation

FC




Fibre Channel

FCC




Federal Communications Commission

FCF




Fibre Channel Forwarding 

FCoE




Fibre Channel over Ethernet
FCP




Fibre Channel Protocol
FC-SP




Fibre Channel Security Protocol
FIPS




Federal Information Processing Standards
FIIS




Facial Image Identification System

FO




Fibre Optic


FSB




Front-Side Bus

FRS




Facial Recognition System

GbE




Gigabit Ethernet

GIS




Geographic Information System

GPRS




General Packet Radio Service, 2G PLMN mobile telecommunication system

GSM




Global System for Mobile Communications, 2G PLMN mobile telecommunication system
HA




High Availability

HD




High Definition

HDD




Hard Disk Drive

HDMI




High-Definition Multimedia Interface

HID




Human Interface Device

HP-RTL



Hewlett-Packard's Raster Transfer Language


HPEL




High Performance Extensible Logging
HPGL




Hewlett-Packard Graphics Language

HSDPA



High-Speed Downlink Packet Access, enhanced 3G mobile telephony communications protocol

HW




Hardware

HTML




HyperText Markup Language

HTTP(S)



Hypertext Transfer Protocol (Secure)

HQ




Headquarter

I/O




Input / Output


IAFIS




Integrated Automated Fingerprint Identification System
IBM




Integrated Border Management

ICAO




International Civil Aviation Organization

ICMP




Internet Control Message Protocol

IEC




International Electrotechnical Commission
IEEE




Institute of Electrical and Electronics Engineers
IETF




Internet Engineering Task Force

IGMP




Internet Group Management Protocol

IMPS




Illegal Migration Prevention System

INCITS


InterNational Committee for Information Technology Standards

iSCSI


Internet Small Computer System Interface (SCSI over IP protocol)
IOPS


Input/Output Operations Per Second

IP 20


International Protection Rating, 20 = finger or similar object protected, no water resistance

IP 54


International Protection Rating, 54 = dust protected, splashing water
IP 67


International Protection Rating, 67 = dust tight, immersion up to 1 m
IP




Internet Protocol

IR




Infrared

ISL




Inter-Switch Link

ISO




International Organization for Standardization
ISO SC37



ISO Subcommittee 37 - Biometrics

IT




Information Technology

J2EE




Java 2 Platform, Enterprise Edition

JDBC




Java DataBase Connectivity

JPEG ; JPEG2000


Joint Photographic Experts Group ; JPEG in 2000 (image compression)

KVM




Keyboard Video and Mouse (switch)

L2


Level 2 CPU cache memory; also Layer 2, Data Link Layer of the seven layer OSI model of computer networking
L2TP


Layer 2 Tunneling Protocol


L3


Level 3 CPU cache memory; also Layer 3, Network Layer of the seven layer OSI model of computer networking


LAN




Local Area Network

LACP




Link Aggregation Control Protocol (e.g. IEEE 802.3ad)

LCD




Liquid-Crystal Display

LDAP




Lightweight Directory Access Protocol
LPR




License Plate Recognition

LR




Long Range
LSO




Large Send Offload

MAC




Media Access Control

MD5




Message-Digest Algorithm 5
MIB




Management Information Base

MIL




US Military standard

MIP




The European Commission Multi Indicative Programme
Modbus-RTU



A serial communications protocol,  RTU: Remote Terminal Unit

MoI




Ministry of Interior, Republic of Serbia

MPLS




Multiprotocol Layer Switching

MRZ




Machine Readable Zone

MUX




Multiplexer

NCQ




Native Command Queuing

NIST




National Institute of Standards and Technology
NPIV




N-port ID virtualization
NPV




N-port virtualization
NTSC




National Television System Committee

O&M




Operation and Maintenance
ODS




Operational Data Store

OLAP




Online Analytical Processing

OS




Operating System

OSGI




Open Services Gateway initiative

OSPF




Open Shortest Path First; adaptive routing protocol for IP networks

PAL




Phase Alternating Line
PCI




Peripheral Component Interconnect
PDF




Portable Document Format

PFC




Priority-based Flow Control (802.1Qbb)
PIP


Picture-in-Picture





PKI




Public Key Infrastructure

PLMN




Public Land Mobile Network

PPI




Pixels per inch, pixel density

Prűm




A convention specifying new Automated Fingerprint Identification Systems (AFIS)

PS/2




Connector for connecting keyboards and mice to a PC compatible computer system

PXE




Pre-boot Execution Environment

QoS




Quality of Service

RAID




Redundant Array of Independent Disks
RAM




Random-access Memory

RBAC




Role Based Access Control
RDBMS



Relational Database Management System

RFC




Request for Comments, an IETF memorandum on Internet systems and standards

RFI




Radio Frequency Interference  or EMI (Electromagnetic interference)

RFID




Radio-Frequency Identification 

RGB




Red Green and Blue
RIP




Routing Information Protocol; a distance vector routing protocol

RJ 12




Registered Jack 12

RJ 45




Registered Jack 45

RLE




Run-Length Encoding

RMON




Remote Network Monitoring
RMS




Root Mean Square, “average value”

RoHS




Restriction of Hazardous Substances Directive

RPS




Request Per Second (e.g. throughput measurement unit)

RS-232




Recommended Standard 232 (serial port)
RS-422




Recommended Standard 422, twisted pair
RS-485




Recommended Standard 485, twisted pair
RSCN




Registered State Change Notification

RSS




Receive Side Scaling

RTE




Run-Time Environment

RTU




Remote Terminal Unit

SATA




Serial Advanced Technology Attachment

SAML




Security Assertion Markup Language
SAN




Storage Area Network

SAS




Serial Attached SCSI

SCSI




Small Computer System Interface
SD




Secure Digital

SDIO




Secure Digital Input Output

SDK




Software Development Kit

SDRAM



Synchronous Dynamic Random-access Memory

SDS




TETRA Short Data Service

SECAM



Séquentiel couleur à mémoire , Sequential Color Memory
SFP




Small Form-Factor Pluggable Transceiver

SIP




Session Initiation Protocol
SNMP




Simple Network Management Protocol

SPOF




Single Point of Failure

SOA




Service-Oriented Architecture
SQL




Structured Query Language

SR




Short Range
SSD




Solid State Drive

SSH




Secure Shell

SSL




Secure Sockets Layer, communications protocol

SSO




Single Sign-On

STP




Spanning Tree Protocol

SVC




SAN Volume Controller

SVGA




Super Video Graphics Array (800x600)

SW




Software

TCP/IP




Transmission Control Protocol / Internet Protocol

TDMA




Time Division Multiple Access
TETRA



Terrestial Trunked Radio

TFT




Trivial File Transfer

TIFF




Tagged Image File Format

TLS




Transport Layer Security 

TOE




TCP Offload Engine
ToR




Terms of Reference

TP




Tenprint

TPM




Trusted Platform Module

UDP




User Datagram Protocol
UI




User Interface

UPS




Uninterruptible Power Supply

USB




Universal Serial Bus

VGA




Video Graphics Array

VE




Virtualization Environment

VIS




Visa Information System

VLAN




Virtual LAN

VM




Virtual Machine

VoIP




Voice over IP

VOQ




Virtual Output Queuing

VPN




Virtual Private Network

VRF




Virtual Routing and Forwarding

VRRP




Virtual Router Redundancy Protocol

WAN




Wide Area Network

WEEE




Waste Electrical and Electronic Equipment Directive
WFE




Work Flow Engine


WLAN




Wireless LAN

WPA




Wi-Fi Protected Access

WPA2




Wi-Fi Protected Access II, 2nd generation security protocol

WXGA




Wide Extended Graphics Array

XHTML



eXtensible HTML

XML




Extensible Markup Language

ANNEX II: TECHNICAL SPECIFICATIONS
	Number
	Specifications 
	Specifications  Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	0. General requirements

	The specifications given in the following are requirements based on the respective item’s projected function or purpose. Characteristics and features deviating from particular technical solutions, figures or values given in the specifications (unless exceeding the requirements), due to the particular design of the actually offered product, are acceptable, as long as the functional capacity is at least equivalent to the given specification and permissible under the requirements according to the stated and specified technical regulations, or standards quoted in these Technical Specifications. 

Full compatibility with other items specified, or equipment already available at the beneficiary institution when described in these Technical Specifications, is mandatory. 

Uncertainty, Accuracy and Class shall always be as required or better. 

Adequate documentation to assess the respective capacity, quality, compatibility and inter-connectivity of the product offered must be included with the offer.
Any specification referring to or suggesting a particular product or manufacturer, in particular to types, models and brand names are always to be understood as “or equivalent”. Where equivalency shall be subject to technical evaluation, the respective documentation of equivalency, and - if appropriate - an assessment by an independent party shall be provided with the offer.
The Beneficiary is the Border Police of the Ministry of Interior of the Republic of Serbia.

	Conformity to technical regulations and standards 

All equipment shall be in conformity with the latest applicable technical regulations. Evidence for compliance has to be provided (such as CE marking/ manufacturer declaration, relevant conformity marks, or copies of certificates) for such equipment. Further specific requirements apply to particular items.

	
	
	
	
	

	Technical Documentation Special Requirements

	0.0.1
	The Technical Offer shall contain documentation on: technical characteristics, functionality, regulatory compliance and conformity to standards.
	
	
	

	0.0.2
	The tenderer shall provide technical documentation of the equipment in English language, including the technical specification of the manufacturer (Data Sheets). 

Note: 

It must be possible to verify the compliance with each and every requirement with the attached technical specifications (Annexes and Data Sheets).
	
	
	

	0.0.3
	The tenderer shall specify the technical offer and the documentation of the equipment with exact release, version etc. detail information in Column 3  Specifications Offered and data sheets shall be in line with Column 3 Specifications Offered
	
	
	


	1.

Item Number
	2.

Specifications Required
	3.

Specifications Offered
	4. 

Notes, remarks, 
ref to documentation
	5.

Evaluation Committee’s notes 

	0.1
	Minimum requirements and supporting documentation

	
	a. Tenderers are required to demonstrate that the offered specifications are responsive to the Tender Dossier requirements identifying model, manufacturer and country of origin of each individual item in their Technical Offer providing necessary documentation (catalogues, guides, brochures, manuals, booklets, etc.) with detailed technical specifications of all items being offered enabling the Contracting Authority to verify the information provided in the offer.
	
	
	

	
	b. Technical specifications described in column 2, Table Annex III: the Contractor's technical offer are minimum requirements. Tenderer may offer better specs, with improved, additional or new features, but must not provide offer not strictly complying with the minimum requirements.
	
	
	

	0.2
	Completeness of the supply

	
	a. Supply delivery, including installation, integration and final customization must include all needed parts, accessories and consumables required for the supplies to be presented for provisional acceptance fully installed, operational and ready for use.
	
	
	

	
	b. Consumables, accessories, parts and documentation used during delivery, installation, integration and customization before provisional acceptance must therefore be anticipated and calculated into the offer.
	
	
	

	
	c. It shall be the sole responsibility of the Tenderer to ensure that all pre-requisites for the completeness of the supply delivery are met before its commencement.
	
	
	

	0.3
	Supply delivery

	
	a. Installation locations for each item or group of items are provided in the 0.12 – Tables.
	
	
	

	
	b. The Tenderer must provide the necessary measures to prevent any damage during delivery, installation, integration and customization stages. If any damage occurs during delivery, installation, integration and customization stages, the Tenderer must appropriately rectify it.
	
	
	

	
	c. The Tenderer must keep the work site(s) clean and safe against any hazard (e.g. fire, etc.) during all supply stages until formal acceptance.
	
	
	

	
	d. Tenderer must provide 2 (two) Gantt charts (http://en.wikipedia.org/wiki/Gantt_chart). First Gantt chart must clearly show project implementation plan with major project implementation milestones. Second Gantt chart must clearly show training implementation plan.
	
	
	

	
	e. Installation, testing, demonstration and training must be completed within the time frame set out in the Special Conditions of Supply Contracts included in the Tender Dossier. At the end of this period, all items supplied, including hardware and accompanying software, must be fully operational and the staff chosen by the Beneficiary will have been given full training for safe and efficient use of the items.
	
	
	

	
	f. There will be no partial provisional acceptance. Provisional acceptance will depend on the supply of all the equipment, on the requested software installation, integration and customization, as well as requested training having been satisfactorily completed.
	
	
	

	
	g. Successful Tenderer will be provided with defined legal conditions (e.g. Declaration of confidentiality or similar), under which, when signed, access to Government confidential resources needed for successful delivery, installation and integration of the equipment will be obtained, including physical access to installation locations, Government provides network general design information necessary to perform installation, deployment and commissioning.
	
	
	

	
	h. Successful Tenderer will be provided, under defined legal conditions (e.g. Declaration of confidentiality or similar), with working tools enabling successful delivery, installation and integration of the equipment, including official permits for physical access to installation locations, Government provides network general design information necessary to perform installation, deployment and commissioning. 
	
	
	

	
	i. Successful Tenderer must follow the provisions of the defined legal conditions (e.g. Declaration of confidentiality or similar) through entire duration of the contract with Contracting Authority.
	
	
	

	0.4
	Conformity to regulations and standards

	
	a. Items must conform to relevant regulations and standards, including any ISO, IEC, domestic or other relevant regulations and standards (e.g. CE marking) that apply to each specific item.
	
	
	

	
	b. Tenderer must provide a certificate of conformity, issued by a regulatory agency of recognised competence, for each item or category of items.
	
	
	

	
	c. Tenderer must provide additional or specific certificates, when required in specifications for particular item(s).
	
	
	

	
	d. All HW equipment on item level (example: server, computer, laptop etc. as a whole item) must be compliant with the standards of RoHS and WEEE and have CE. 

Note: If there are no hazardous substances created then such an item in this tender is regarded as compliant with RoHS. If there are no waste disposals necessary according to WEEE for an item, then such an item in this tender is regarded as compliant with WEEE.
	
	
	

	0.5
	Working Conditions and Safety Requirements

	
	a. Equipment must comply to IEC 60 529 standard for indoor IT equipment operating under temperature range of 10°C – 40°C, relative humidity range of 20% – 80% and IP 20 protection level, if not stated otherwise.
	
	
	

	
	b. Equipment must have safety operational warnings and mechanical interlocks for equipment operating under or generating more than 30V AC or DC, in line with current IEC and EU standards, if not stated otherwise.
	
	
	

	0.6
	Power Supply

	
	a. Equipment must be able to operate on 230V ± 20V (1-phase) or 400V ± 40V (3-phase), at 50Hz ± 0.5Hz, due to grid voltage fluctuations (Serbia power grid standard supply voltage is 230V AC for 1-phase voltage and 400V AC for 3-phase voltage, with 50Hz nominal frequency) unless otherwise specified.
	
	
	

	
	b. Standard data centre equipment must have ability to be connected to the UPS power supply output connections.
	
	
	

	0.7
	Warranty and After – Sales Service

	
	a. The Warranty period for the supplies equals:

· min 3 years for items 1-2 and 13--24
· min 1 year for items 3—12 

from the date of the Contracting Authority having issued a certificate of provisional acceptance.
	
	
	

	
	b. The successful Tenderer must submit the warranty certificates for each item to the Contracting Authority stating the commencement date as the date of the Provisional Acceptance. All equipment must be covered with the manufacturer level warranty and support.
	
	
	

	
	c. The Tenderer must repair defects or damages at his own cost during the Warranty period. In case the defect or damage cannot be repaired within the solution time requested, the Tenderer must replace equipment for the period of time needed for repairs. In case the defect or damage cannot be repaired, the Tenderer must fully replace the item.
	
	
	

	
	d. The Tenderer must provide security and other critical software patches during the Warranty period.
	
	
	

	
	e. The Tenderer must provide or secure the provision of a reliable warranty-backed after-sales service guaranteeing maintenance and the spare parts replenishment for specified Warranty period. 
	
	
	

	
	· Minimum following Warranty and After Sales service must be provided:

	
	1. Service organisation contact data including organisation name, e-mail, phone and fax number
	
	
	

	
	2. Help Desk support (phone, fax & e-mail), available min during working hours (8h–17h). 

For emergency cases, such as the whole solution of this supply tender is not operationally functioning, the support service shall be available 24 hrs and 7 days in a week.
	
	
	

	
	3. Max response time to officially submitted Help Desk Warranty support request not later than the next working day and within 8 (eight) hours max response guaranteed time
	
	
	

	
	4. Guarantee that all equipment can be repaired or alternatively replaced within a max of 8h (after properly submitted Warranty request)
	
	
	

	
	5. Guarantee that all software can be repaired, upgraded or alternatively replaced with working version within a max of 8 h (after properly submitted Warranty request)
	
	
	

	
	6. Guarantee that genuine accessories and spare parts will be available for a minimum of 5 (five) years after the final acceptance
	
	
	

	
	7. Guarantee that genuine software security and other critical software patches will be available for a minimum of 10 (ten) years after the final acceptance
	
	
	

	0.8
	Software Licensing

	
	i. All software must be licensed to the Beneficiary allowing designated personnel to perform diagnostics, installation, update/upgrade and repair/debug activities without any external assistance.
	
	
	

	
	ii. For any item containing software offered under commercial licensing model all software must be provided with unlimited duration license(s).
	
	
	

	0.9
	Technical Documentation

	
	a. Tenderer must include in his offer documentation on technical characteristics, functionality, regulatory compliance and conformity to standards, as requested in specifications.
	
	
	

	
	b. Tenderer must provide technical documentation in English language.
	
	
	

	
	c. Tenderer must provide manufacturers technical specifications (data sheets).
	
	
	

	
	d. Installation, operational and regular maintenance manuals in English must be included with the supply.
	
	
	

	0.10
	Logistics and Place of Delivery

	
	a. Equipment is to be delivered as provided in 0.12 Tables – Table 1 and distributed regionally as provided in 0.12 Tables – Table 2.
	
	
	

	
	b. Logistics:

The precise locations for installations will be agreed with the Beneficiary at the time of the commencement of the delivery. 
	
	
	

	0.11
	Equipment and Software Delivery Summary

	
	a. Equipment and software delivery summary is provided in 0.12 Tables – Table 3.
	
	
	


0.12 Tables 
Table 1. Delivery Locations
	No.
	Location 
	Abbr.
	Address
	Role / Notice

	1
	Ministry of Interior

Border Police Directorate
	MBP
	Bul. Mihajla Pupina 2 str., 11070 New Belgrade
	Main MBP location

	2
	Ministry of Interior

IT Department
	MIT
	Kneza Milosa 103 str., 11000 Belgrade
	Main MIT location

	3
	Hi-tech crime department
	HTCD
	Bul. Mihajla Pupina 2 str., 11070 New Belgrade
	

	4
	Regional center Border Police Montenegro
	RCBP
	Prijepolje

 B.Dučića 1.
	

	5
	Regional center Border Police Croatia
	RCBP
	Bačka Palanka

Šafarikova bb
	

	6
	Regional center Border Police Bulgaria
	RCBP
	Dimitrovgrad

Gradinje bb
	

	7
	Regional center Border Police Romania
	RCBP
	Vršac

Đure Cvejića 28
	

	8
	Regional center Border Police Hungarian
	RCBP
	Subotica 

Karađorđev put 100
	

	9
	Regional center Border Police Macedonia
	RCBP
	Preševo

Cikanovac bb
	

	10
	Regional center Border Police Bosnia and Herzegovina
	RCBP
	Užice
Mališe Atanackovića 3-5
	

	11
	Reception centre for foreigners
	RCF
	Beograd
Zrenjaninski put bb
	

	12
	Centre for asylum 

Banja Koviljača
	CFA
	Banja Koviljača
Narodnog fronta bb
	


	No.
	Location 
	Abbr.
	Address
	Role / Notice

	13
	Centre for asylum
Bogovađa
	CFA
	Bogovađa bb
	

	14
	Border police station Bezdan
	BPS
	
	

	15
	Border police station Subotica
	BPS
	
	

	16
	Border police station Horgoš
	BPS
	
	

	17
	Border police station

 Đala
	BPS
	
	

	18
	Border police station Kikinda
	BPS
	
	

	19
	Border police station Srpska Crnja
	BPS
	
	

	20
	Border police station 

Vršac
	BPS
	
	

	21
	Border police station Kaluđerovo
	BPS
	
	

	22
	Border police station Veliko Gradište
	BPS
	
	

	23
	Border police station Kladovo
	BPS
	
	

	24
	Border police station Kusjak
	BPS
	
	

	25
	Border police station Negotin
	BPS
	
	

	26
	Border police station Vrška Čuka
	BPS
	
	

	27
	Border police station Dimitrovgrad
	BPS
	
	

	28
	Border police station Strezimirovci
	BPS
	
	

	29
	Border police station Ribarci
	BPS
	
	

	30
	Border police station Preševo
	BPS
	
	

	No.
	Location 
	Abbr.
	Address
	Role / Notice

	31
	Border police station Prohor Pčinjski
	BPS
	
	

	32
	Border police station Prijepolje
	BPS
	
	

	33
	Border police station Mehov Krš
	BPS
	
	

	34
	Border police station
Uvac
	BPS
	
	

	35
	Border police station Kotroman
	BPS
	
	

	36
	Border police station Bajina Bašta
	BPS
	
	

	37
	Border police station Ljubovija
	BPS
	
	

	38
	Border police station Mali Zvornik
	BPS
	
	

	39
	Border police station Trbušnica
	BPS
	
	

	40
	Border police station Sremska Rača
	BPS
	
	

	41
	Border police station Badovinci
	BPS
	
	

	42
	Border police station Šid
	BPS
	
	

	43
	Border police station Batrovci
	BPS
	
	

	44
	Border police station

Novi Sad
	BPS
	
	

	45
	Border police station Bačka Palanka
	BPS
	
	

	46
	Border police station Bogojevo
	BPS
	
	

	47
	Border police station Beograd
	BPS
	
	


	No.
	Location 
	Abbr.
	Address
	Role / Notice

	48
	Border police station 

Niš-aerodrom
	BPS
	
	

	49
	NCTC
	NCTC
	Beograd 

Kneza Miloša 103
	

	50
	NCTC –KPA
	NCTC
	Beograd - Zemun

Cara Dušana 196 
	

	51
	NCTC – BEOGRAD
	NCTC
	Beograd 

Bul. Despota Stefana 107
	

	52
	NCTC – NOVI SAD
	NCTC
	Novi Sad

Bul. Kralja Petra Prvog 17
	

	53
	NCTC - NIŠ
	NCTC
	Niš 

Nade Tomić 14
	

	54
	RPD Bor
	RPD
	Bor

Moše Pijade 5
	

	55
	RPD Valjevo
	RPD
	Valjevo

Uzin Mirkova 1a
	

	56
	RPD Vranje
	RPD
	Vranje

Matije Gupca 4
	

	57
	RPD Zaječar
	RPD
	Zaječar

Pana Đukića 1
	

	58
	RPD Zrenjanin
	RPD
	Zrenjanin

Dr. Zorana Kamenkovića 10
	

	59
	RPD Jagodina
	RPD
	Jagodina

Boška Buhe 2
	

	60
	RPD Kikinda
	RPD
	Kikinda

Braće Katića 5
	

	61
	RPD Kraljevo
	RPD
	Kraljevo

Vojvode Putnika 3
	

	62
	RPD Kruševac
	RPD
	Kruševac

Sinđelićeva 1
	


	No.
	Location 
	Abbr.
	Address
	Role / Notice

	63
	RPD Kragujevac
	RPD
	Kragujevac

Trg Slobode 2
	

	64
	RPD Leskovac
	RPD
	Leskovac

Koste Stamenkovića 1
	

	65
	RPD Novi Pazar
	RPD
	Novi Pazar

37. Sandžačke brigade
	

	66
	RPD Pančevo
	RPD
	Pančevo

Mihajla Obrenovića 1
	

	67
	RPD Pirot
	RPD
	Pirot

Jevrejska 17
	

	68
	RPD Prijepolje
	RPD
	Prijepolje

Jovana Dučića 1
	

	69
	RPD Požarevac
	RPD
	Požarevac

Drinska 2
	

	70
	RPD Prokuplje
	RPD
	Prokuplje

Taktkova 4
	

	71
	RPD Smederevo
	RPD
	Smederevo

Despota Grgura 2
	

	72
	RPD Sombor
	RPD
	Sombor

Kneza Miloša 13
	

	73
	RPD Sremska Mitrovica
	RPD
	Sremska Mitrovica

Trg Ćire Milekića 1
	

	74
	RPD Subotica
	RPD
	Subotica

Segedinski put 45
	

	75
	RPD Užice
	RPD
	Užice

Nade Matić 8
	

	76
	WMOI
	WMOI
	Beograd  

Milorada Jovanovića7
	

	77
	RPD Čačak
	RPD
	Cara Dušana 3
	

	78
	RPD Šabac
	RPD
	Gospodar Jevremova 4
	

	79
	RPD Beograd-Voždovac
	RPD
	Stefana Prvovenčanog 1
	

	No.
	Location 
	Abbr.
	Address
	Role / Notice

	80
	RPD Beograd-Vračar
	RPD
	Radoslava Grujića 14
	

	81
	RPD Beograd-Zvezdara
	RPD
	Milana Rakića 50a
	

	82
	RPD Beograd-Zemun
	RPD
	Veliki trg 2
	

	83
	RPD Beograd-Novi Beograd
	RPD
	Bul. Mihajla Pupina 165
	

	84
	RPD Beograd-Palilula
	RPD
	Mije Kovačevića 15
	

	85
	RPD Beograd-Rakovica
	RPD
	Patrijarha Joanikija 30
	

	86
	RPD Beograd-Savski Venac
	RPD
	Savska 35
	

	87
	RPD Beograd-Stari grad
	RPD
	Majke Jevrosime 33
	

	88
	RPD Beograd-Čukarica
	RPD
	Lješka 17
	


Table 2. Distribution of Items
Note: Items 20, 21, 22 and 23 include part of equipment from items 3, 4, 6, 8 and 10. These items should be delivered to locations specified for the items 20-23 according to the technical specification.  
	No.
	Location
	Abbr.
	Distribution of items 1 – 24 from Table 3. Equipment and Software Delivery Summary

	
	
	
	1
	2
	3
	4
	5
	6
	7
	8
	9
	10
	 11
	12
	13
	14
	15
	16
	17
	18
	19
	20
	21
	22
	23
	24

	1
	Ministry of Interior

Border Police Directorate
	MBP
	
	
	22
	13
	2
	20
	1
	22
	1
	
	
	12
	1
	3
	
	
	2
	
	3
	
	
	
	
	2

	2
	Ministry of Interior

IT Department
	MIT
	1
	2
	
	
	
	
	
	
	
	
	
	
	
	
	1
	1
	
	1
	
	
	
	
	
	

	3
	Hi-tech crime department
	HTCD
	
	
	15
	3
	
	5
	2
	5
	
	
	2
	
	
	
	
	
	
	
	
	
	
	
	
	

	4
	Regional center Border Police Montenegro
	RCBP
	
	
	1
	1
	
	2
	1
	1
	
	
	
	1
	
	
	
	
	1
	
	1
	
	
	
	
	1

	5
	Regional center Border Police Croatia
	RCBP
	
	
	1
	1
	
	2
	1
	1
	
	
	
	1
	
	
	
	
	1
	
	1
	
	
	
	
	1

	6
	Regional center Border Police Bulgaria
	RCBP
	
	
	1
	1
	
	2
	1
	1
	
	
	
	1
	
	
	
	
	1
	
	1
	
	
	
	
	1

	7
	Regional center Border Police Romania
	RCBP
	
	
	1
	1
	
	2
	1
	1
	
	
	
	1
	
	
	
	
	1
	
	1
	
	
	
	
	1


	No.
	Location
	Abbr.
	Distribution of items 1 – 24 from Table 3. Equipment and Software Delivery Summary

	
	
	
	1
	2
	3
	4
	5
	6
	7
	8
	9
	10
	 11
	12
	13
	14
	15
	16
	17
	18
	19
	20
	21
	22
	23
	24

	8
	Regional center Border Police Hungarian
	RCBP
	
	
	1
	1
	
	2
	1
	1
	
	
	
	1
	
	
	
	
	1
	
	1
	
	
	
	
	1

	9
	Regional center Border Police Macedonia
	RCBP
	
	
	1
	1
	
	2
	1
	1
	
	
	
	1
	
	
	
	
	1
	
	1
	
	
	
	
	1

	10
	Regional center Border Police Bosnia and Herzegovina
	RCBP
	
	
	1
	1
	
	2
	1
	1
	
	
	
	1
	
	
	
	
	1
	
	1
	
	
	
	
	1

	11
	Reception centre for foreigners
	RCF
	
	
	
	
	
	1
	
	1
	
	
	
	
	
	
	
	
	
	
	
	1
	
	
	
	1

	12
	Centre for asylum 

Banja Koviljača
	CFA
	
	
	
	
	
	1
	
	1
	
	
	
	
	
	
	
	
	
	
	
	
	1
	
	
	1

	13
	Centre for asylum
Bogovađa
	CFA
	
	
	
	
	
	1
	
	1
	
	
	
	
	
	
	
	
	
	
	
	
	1
	
	
	1

	14
	Border police stations Bezdan
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	4
	3
	
	4
	
	
	
	
	
	
	
	
	
	3

	15
	Border police stations Subotica
	BPS
	
	
	3
	
	3
	2
	
	2
	
	
	4
	3
	
	4
	
	
	
	
	
	
	
	
	
	3

	16
	Border police stations Horgoš
	BPS
	
	
	3
	
	4
	2
	
	2
	
	
	4
	3
	2
	4
	
	
	
	
	
	
	
	
	
	3


	No.
	Location
	Abbr.
	Distribution of items 1 – 24 from Table 3. Equipment and Software Delivery Summary

	
	
	
	1
	2
	3
	4
	5
	6
	7
	8
	9
	10
	 11
	12
	13
	14
	15
	16
	17
	18
	19
	20
	21
	22
	23
	24

	17
	Border police stations

 Đala
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	3
	3
	
	3
	
	
	
	
	
	
	
	
	
	1

	18
	Border police stations Kikinda
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	4
	3
	
	3
	
	
	
	
	
	
	
	
	
	3

	19
	Border police stations Srpska Crnja
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	3
	3
	
	3
	
	
	
	
	
	
	
	
	
	3

	20
	Border police stations
Vršac
	BPS
	
	
	3
	
	3
	2
	
	2
	
	
	4
	3
	1
	4
	
	
	
	
	
	
	
	
	
	2

	21
	Border police stations Kaluđerovo
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	4
	3
	
	3
	
	
	
	
	
	
	
	
	
	1

	22
	Border police stations Veliko Gradište
	BPS
	
	
	2
	
	3
	2
	
	2
	
	
	4
	3
	
	4
	
	
	
	
	
	
	
	
	
	2

	23
	Border police stations Kladovo
	BPS
	
	
	3
	
	3
	2
	
	2
	
	
	4
	3
	1
	4
	
	
	
	
	
	
	
	
	
	3

	24
	Border police stations Kusjak
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	3
	3
	
	3
	
	
	
	
	
	
	
	
	
	2

	25
	Border police stations Negotin
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	3
	2
	
	3
	
	
	
	
	
	
	
	
	
	1

	26
	Border police stations Vrška Čuka
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	3
	2
	
	4
	
	
	
	
	
	
	
	
	
	1

	27
	Border police stations Dimitrovgrad
	BPS
	
	
	5
	
	5
	2
	
	2
	
	
	4
	2
	2
	4
	
	
	
	
	
	
	
	
	
	2


	No.
	Location
	Abbr.
	Distribution of items 1 – 24 from Table 3. Equipment and Software Delivery Summary

	
	
	
	1
	2
	3
	4
	5
	6
	7
	8
	9
	10
	 11
	12
	13
	14
	15
	16
	17
	18
	19
	20
	21
	22
	23
	24

	28
	Border police stations Strezimirovci
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	4
	2
	
	3
	
	
	
	
	
	
	
	
	
	1

	29
	Border police stations Ribarci
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	4
	2
	
	3
	
	
	
	
	
	
	
	
	
	1

	30
	Border police stations Preševo
	BPS
	
	
	4
	
	4
	2
	
	2
	
	
	4
	3
	2
	4
	
	
	
	
	
	
	
	
	
	4

	31
	Border police stations Prohor Pčinjski
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	4
	3
	
	3
	
	
	
	
	
	
	
	
	
	1

	32
	Border police stations Prijepolje
	BPS
	
	
	3
	
	3
	2
	
	2
	
	
	4
	3
	2
	4
	
	
	
	
	
	
	
	
	
	6

	33
	Border police stations Mehov Krš
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	4
	3
	
	3
	
	
	
	
	
	
	
	
	
	2

	34
	Border police stations
Uvac
	BPS
	
	
	1
	
	1
	1
	
	1
	
	
	3
	2
	
	3
	
	
	
	
	
	
	
	
	
	1

	35
	Border police stations Kotroman
	BPS
	
	
	1
	
	1
	1
	
	1
	
	
	4
	3
	
	3
	
	
	
	
	
	
	
	
	
	2

	36
	Border police stations Bajina Bašta
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	4
	3
	
	3
	
	
	
	
	
	
	
	
	
	2

	37
	Border police stations Ljubovija
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	4
	3
	
	3
	
	
	
	
	
	
	
	
	
	1

	38
	Border police stations Mali Zvornik
	BPS
	
	
	3
	
	3
	2
	
	2
	
	
	4
	3
	1
	4
	
	
	
	
	
	
	
	
	
	3


	No.
	Location
	Abbr.
	Distribution of items 1 – 24 from Table 3. Equipment and Software Delivery Summary

	
	
	
	1
	2
	3
	4
	5
	6
	7
	8
	9
	10
	 11
	12
	13
	14
	15
	16
	17
	18
	19
	20
	21
	22
	23
	24

	39
	Border police stations Trbušnica
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	4
	3
	
	3
	
	
	
	
	
	
	
	
	
	1

	40
	Border police stations Sremska Rača
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	4
	3
	1
	4
	
	
	
	
	
	
	
	
	
	2

	41
	Border police stations Badovinci
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	4
	3
	
	3
	
	
	
	
	
	
	
	
	
	1

	42
	Border police stations Šid
	BPS
	
	
	3
	
	3
	2
	
	2
	
	
	4
	3
	
	4
	
	
	
	
	
	
	
	
	
	6

	43
	Border police stations Batrovci
	BPS
	
	
	4
	
	4
	2
	
	2
	
	
	4
	3
	1
	4
	
	
	
	
	
	
	
	
	
	2

	44
	Border police stations

Novi Sad
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	4
	3
	
	4
	
	
	
	
	
	
	
	
	
	2

	45
	Border police stations Bačka Palanka
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	4
	3
	
	3
	
	
	
	
	
	
	
	
	
	2

	46
	Border police stations Bogojevo
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	4
	3
	
	3
	
	
	
	
	
	
	
	
	
	3

	47
	Border police stations Beograd
	BPS
	
	
	3
	
	3
	2
	
	2
	
	
	4
	3
	1
	
	
	
	1
	
	
	
	
	
	
	1

	48
	Border police stations
Niš-aerodrom
	BPS
	
	
	2
	
	2
	2
	
	2
	
	
	3
	
	
	
	
	
	
	
	
	
	
	
	
	1

	49
	NCTC
	NCTC
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	
	

	50
	NCTC –KPA
	NCTC
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	


	No.
	Location
	Abbr.
	Distribution of items 1 – 24 from Table 3. Equipment and Software Delivery Summary

	
	
	
	1
	2
	3
	4
	5
	6
	7
	8
	9
	10
	 11
	12
	13
	14
	15
	16
	17
	18
	19
	20
	21
	22
	23
	24

	51
	NCTC – BEOGRAD
	NCTC
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	3
	
	

	52
	NCTC – NOVI SAD
	NCTC
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	
	1
	
	

	53
	NCTC - NIŠ
	NCTC
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	
	1
	
	

	54
	RPD Bor
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	55
	RPD Valjevo
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	56
	RPD Vranje
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	57
	RPD Zaječar
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	58
	RPD Zrenjanin
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	59
	RPD Jagodina
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	60
	RPD Kikinda
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	61
	RPD Kraljevo
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	62
	RPD Kruševac
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	63
	RPD Kragujevac
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	64
	RPD Leskovac
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	65
	RPD Novi Pazar
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	66
	RPD Pančevo
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	67
	RPD Pirot
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	68
	RPD Prijepolje
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	69
	RPD Požarevac
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	70
	RPD Prokuplje
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	71
	RPD Smederevo
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	


	No.
	Location
	Abbr.
	Distribution of items 1 – 24 from Table 3. Equipment and Software Delivery Summary

	
	
	
	1
	2
	3
	4
	5
	6
	7
	8
	9
	10
	 11
	12
	13
	14
	15
	16
	17
	18
	19
	20
	21
	22
	23
	24

	72
	RPD Sombor
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	73
	RPD Sremska Mitrovica
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	74
	RPD Subotica
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	75
	RPD Užice
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	76
	WMOI
	WMOI
	
	
	
	
	
	
	
	
	
	10
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	77
	RPD Čačak
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	78
	RPD Šabac
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	

	79
	RPD Beograd-Voždovac
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	
	
	
	

	80
	RPD Beograd-Vračar
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	
	
	
	

	81
	RPD Beograd-Zvezdara
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	
	
	
	

	82
	RPD Beograd-Zemun
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	
	
	
	

	83
	RPD Beograd-Novi Beograd
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	
	
	
	

	84
	RPD Beograd-Palilula
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	
	
	
	

	85
	RPD Beograd-Rakovica
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	
	
	
	

	86
	RPD Beograd-Savski Venac
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	
	
	
	

	87
	RPD Beograd-Stari grad
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	
	
	
	

	88
	RPD Beograd-Čukarica
	RPD
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	1
	
	
	
	

	
	Total Qty per Item
	1
	2
	127
	23
	87
	110
	10
	105
	1
	10
	135
	115
	15
	117
	1
	1
	10
	1
	10
	13
	2
	6
	25
	87


	No.
	Item(s)
	Total Qty

	1
	Core Server System Platform for AFIS, FIIS and Immigration Management System
	1

	2
	Web Server
	2

	3
	Desktop Computer 
	171 

	4
	Laptop Computer
	25 

	5
	Tetra Mobile Data Terminal
	87

	6
	Digital Camera
	150 

	7
	Portable Projector
	10

	8
	Printer, Copier, Scanner ; MFD
	149 

	9
	A0 InkJet Printer
	1

	10
	LiveScan Fingerprint Scanner
	48 

	11
	Mobile Automatic Document Reader
	135

	12
	Thermovision Hand Camera
	115

	13
	Digital Video Endoscope
	15

	14
	Portable Gas Detectors
	117

	15
	Automatic Fingerprint Identification System (AFIS)
	1

	16
	Facial Image Identification System (FIIS)
	1

	17
	Investigative/Intelligence Case Management Software (CMIS)
	10

	18
	Data Backup & Recovery Hardware and Software
	1

	19
	Analyst Application
	10

	20
	AFIS/FIIS Booking Station 
	13

	21
	AFIS/FIIS Mobile Booking Station
	2

	22
	AFIS/FIIS Latent and Fingerprint Processing Station, small
	6

	23
	AFIS/FIIS Latent and Fingerprint Processing Station, large
	25

	24
	AFIS/FIIS Express ID Checking Stations
	87


Table 3. Equipment and Software Delivery Summary

Note: With the specifications of AFIS/FIIS booking and processing stations (see items 20—23 in Annex III) 44 pcs of Desktop Computers (item 3), 2 pcs of Laptops (item 4), 40 pcs of Digital Cameras (item 6), 44 pcs of Printer – Copier –Scanner MFD’s (item 8) and 38 pcs of LiveScan Fingerprint Scanners (item 10) are to be provided. Above stated quantities in Table 3 regarding the items 3, 4, 6, 8 and 10 are the total quantities, so they include the quantities mentioned in this note for the items 20—23 of AFIS/FIIS booking and processing stations..  

ANNEX III:
the Contractor's Technical Offer

The tenderers are requested to complete the template on the next pages:

Column 1-2 should be completed by the Contracting Authority

Column 3-4 should be completed by the tenderer

Column 5 is reserved for the evaluation committee 
· Column 2 is completed by the Contracting Authority shows the required specifications (not to be modified by the tenderer), 

· Column 3 is to be filled in by the tenderer and must detail what is offered (for example the words “compliant” or  “yes” are not sufficient)   

· Column 4 allows the tenderer to make comments on his proposed supply and to make eventual references to the documentation

The eventual documentation supplied should clearly indicate (highlight, mark) the models offered and the options included, if any, so that the evaluators can see the exact configuration. Offers that do not permit to identify precisely the models and the specifications may be rejected by the evaluation committee.

The offer must be clear enough to allow the evaluators to make an easy comparison between the requested specifications and the offered specifications.

	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	1. Core Server System Platform (AFIS, FIIS and Immigration Management System), qty 1, which includes following sub-items and quantities


	1.1
	19” Rack Enclosure, qty 2 or minimum of adequate number of racks for the whole item 1
	
	
	

	1.1.1
	19” rack enclosure, min 42 U (42 HE)
	
	
	

	1.1.2
	Lockable and removable front, side and back doors must be installed
	
	
	

	1.1.3
	Cable routing elements must be installed
	
	
	

	1.1.4
	Min 2 pcs 2 different power inputs. 4 pcs of PDUs (Power Distribution Units). Adequate number of power bars with min 12 (twelve) power connections must be installed
	
	
	

	1.1.5
	Support installation and operation of the whole item1 Core Server System Platform.
	
	
	

	1.1.6
	Min 2 (two) full size (depth) rack shelves must be installed
	
	
	

	1.1.7
	Support flexible and easy instalment of server equipment of different sizes (e.g. 1U/ 2U/3U/5U etc.) and various manufacturers
	
	
	

	1.1.8
	Delivered with consumables and accessories in quantity needed for initial installation and operation
	
	
	

	1.1.9
	Compatible (width, depth, cooling, placement, cable routing etc.) with all sub-items of item 1 Core Server System Platform
	
	
	

	1.2
	KVM switch, qty 2 or minimum of adequate number of KVM switches for the whole item 1
	
	
	

	1.2.1
	19” rack, max 1U (1HE), or equivalent, for blade enclosure / servers KVM access
	
	
	

	1.2.2
	KVM switch installed supports 1024x768 pixels on min 17” LCD 
	
	
	

	1.2.3
	Compatible in type of KVM port with all sub-items of item 1 Core Server System Platform
	
	
	

	1.2.4
	Number of installed KVM ports 16 (sixteen)
	
	
	

	1.2.5
	All accessories needed for installation and operation with all sub-items of  item 1 Core Server System Platform included
	
	
	

	1.2.6
	Compatibility with all sub-items of item 1 Core Server System Platform
	
	
	

	1.3
	Data Centre Network Switch, qty 2 – which contains the sub-items of

· L2/L3 Ethernet Switch for Corporate LAN and Core Server System Processor Board (Item 1.4) connectivity
· SAN FC switch for parallel SAN to Core Server System Platform Storage (Item 1.5) connectivity
	
	
	

	1.3.1
	L2/L3 Ethernet Switch (in redundant configuration)
	
	
	

	1.3.1.1
	Min 24 pcs 1 Gbit/s (RJ45) Ethernet ports 10/100/1000
	
	
	

	1.3.1.2
	Layer 2 switching equipment
	
	
	

	1.3.1.3
	16000 MAC addresses
	
	
	

	1.3.1.4
	At least 128 IP interfaces per switch
	
	
	

	1.3.1.5
	Jumbo Ethernet frames
	
	
	

	1.3.1.6
	IPv4 and IPv6 support
	
	
	

	1.3.1.7
	Link Aggregation: Static and LACP IEEE 803.2ad, PAgP
	
	
	

	1.3.1.8
	VLAN: At least 1024 VLANs. 802.1Q VLAN tagging, policy-based VLANs
	
	
	

	1.3.1.9
	Quality of Service

· 8 priority queues per port

· 802.1p (CoS)

· Per port QoS configuration
	
	
	

	1.3.1.10
	Layer 3 routing equipment with ARP entries
	
	
	

	1.3.1.11
	IP v4 and IPv6 routing engine
	
	
	

	1.3.1.12
	IP forwarding,

IP filtering with ACLs,

Configurable traffic distribution.
	
	
	

	1.3.1.13
	RIP v2 and OSPF v2 routing protocol support
	
	
	

	1.3.1.14
	DHCP relay support
	
	
	

	1.3.1.15
	Availability and redundancy: 

· VRRP for a Layer 3 router functionality

· STP redundancies with 802.1D, 802.1s, 802.1w, 

· Trunk failover or Link-State Tracking of Layer 2
	
	
	

	1.3.1.16
	Security: VLAN-, MAC- and IP-based ACLs, 802.1x port-based authentication, Radius
	
	
	

	1.3.1.17
	Management: SNMP v.1, v.2 and v.3 and Web-based or CLI management, dual-purpose uplinks, all the necessary cables delivered
	
	
	

	1.3.2
	FC Switch (in redundant configuration)
	
	
	

	1.3.2.1
	80 pcs FC ports on SAN Brocade  or respective
	
	
	

	1.3.2.2
	ISL trunk licences
	
	
	

	1.3.2.3
	All positions populated with 8 Gbit/s SFP modules ;  8Gbit/s short wave SFP transceivers
	
	
	

	1.3.2.4
	Backward compatibility with 1 Gbit/s, 2 Gbit/s and 4 Gbit/s FC links and link speeds
	
	
	

	1.3.2.5
	Non-blocking architecture of at least over 1,000 Gbit/s aggregated throughput reachable
	
	
	

	1.3.2.6
	All FC ports activated and licensed
	
	
	

	1.3.2.7
	FC features supported: 

· Advanced Zoning

· Fibre Channel Routing

· Trunking

· VM scalability
	
	
	

	1.3.2.8
	HA features: 

· Hot-swap power supplies, fans (or fan modules) and expansion modules. 

· Min 2 pcs of power supplies for each switch.

· Redundant power supplies and fans (or fan modules)  must be installed
	
	
	

	1.3.2.9
	System offered must be made compatible with IBM Brocade technology 
	
	
	

	1.3.2.10
	Rack-mounted with redundant power, all the necessary cables delivered
	
	
	

	1.4
	Core Server System Processor Board, qty 2 (duplicated)
	
	
	

	1.4.1
	Depending on the offered architecture, the compliant architecture with stated requirements can be either 

· A) Blade Server System:  A half-height or full-height form (depending on the enclosure type) connected to External Storage ; OR

· B) Rack-mounted Server System : A system connected to External Storage via Storage Area Network (SAN). Note: no single server system platform with combined CPU and storage

The following architectural features and requirements (from 1.4.2 to 1.4.12) of this item 1.4 apply for both system architecture alternatives (i.e. blade server system and rack-mounted server system).

The features for External Storage are defined in Core Server System Platform Storage item 1.5.


	
	
	

	1.4.2
	2 (two) 64-bit processors, with min 8 (eight) cores per processor, min 2GHz per processor and L2 cache appropriate for chosen processor type 
	
	
	

	1.4.3
	128GB of DDR3 RAM or respective
	
	
	

	1.4.4
	 2 (two) pcs of  

· min 40GB SSD 2.5” Hot Plug HDD in RAID1, hardware RAID1 controller ; OR 

· min 146GB SAS 15K in HW RAID1
	
	
	

	1.4.5
	High Availability (HA) for system processor board architecture.
	
	
	

	1.4.6

	Min 2 (two) x dual port 1 Gbps Ethernet network interface cards,  must be installed, with each card to support:
	
	
	

	1.4.6.1
	Min 2 (two) dual 1 Gbit/s Ethernet ports
	
	
	

	1.4.6.2
	TCP/IP offload  engine
	
	
	

	1.4.6.3
	Link Aggregation: Static and LACP IEEE 803.2ad 
	
	
	

	1.4.6.4
	Jumbo Ethernet frames
	
	
	

	1.4.6.5
	IGMP snooping and filtering for multicast traffic: IGMP v.1, v.2 and v.3
	
	
	

	1.4.6.6
	VLAN: At least 1024 VLANs. 802.1Q VLAN tagging
	
	
	

	1.4.6.7
	Load Balancing
	
	
	

	1.4.7
	Min 2 (two) dual port 8 Gb FC cards for connectivity to storage system, NPIV enabled, must be installed, to support:
	
	
	

	1.4.7.1
	2 (two) dual 8 Gbit/s FC ports
	
	
	

	1.4.7.2
	8 Gbit/s full duplex line rate per port
	
	
	

	1.4.7.3
	200,000 FC IOPS per port
	
	
	

	1.4.7.4
	NPIV supported per port
	
	
	

	1.4.7.5
	512 concurrent logins and active exchanges per FC port
	
	
	

	1.4.7.6
	FCP-IP, FCP-SCSI and FC-TAPE support
	
	
	

	1.4.7.7
	2 (two) 1 Gbit/s Ethernet ports (in an expansion card)
	
	
	

	1.4.7.8
	Jumbo Ethernet frames
	
	
	

	1.4.7.9
	TOE with support for TCP/IP/UDP checksum offloads
	
	
	

	1.4.7.10
	IEEE 802.1Q VLAN tagging and LACP IEEE 802.3ad 
	
	
	

	1.4.7.11
	Network and storage boot by using either PXE and BIOS utility or equivalent
	
	
	

	1.4.8
	19’’ Enclosure (duplicated) for server system
	
	
	

	1.4.8.1
	Min 14 half-height server blades or 7 full-height server blades (or 14 full-height and 7 double-wide, depending on the enclosure type), with support for simultaneous placement of half- and full-height blades (or full-height and double-wide, depending on the enclosure type).
Adequate number of server blades or respective number of rack-mounted servers (in case of disk array rack-mounted server system)  for the system architecture to facilitate no single point of failure and every port out of chassis
	
	
	

	1.4.8.2
	 Out-of-band and in-band blade management and configuration with blade management and configuration software.

Redundant modules for remote access, management and monitoring (inside and outside the enclosures (x2))
	
	
	

	1.4.8.3
	Power supplies: maximum number of power supplies according to the chassis for enclosure capacity. 

Offered chassis must have filled the position for maximum power supplies and fans installed in a redundant configuration
	
	
	

	1.4.8.4
	Chassis with min. 4 x Ethernet modules (Switch modules, not Pass-Thru) and with min. 4 x optical (FC) modules (Switch modules, not Pass-Thru, SAN – Brocade as an example) with active ports for the maximum number of servers in the chassis. 
SW virtualization for network connections supported. Single point of failure (SPOF) levels of Ethernet and FC accesses are to be avoided.
All ports of interface cards should be connected outside with connections to different network modules in chassis. All ports of interface cards should be connected outside with connections to different optical FC modules in chassis.


	
	
	

	1.4.9
	Installation of min MS Windows 2003 server and later, as well as various Linux and Unix operating systems (both 32 and 64-bit). 
	
	
	

	1.4.10
	Server virtualization HW and SW for Core Server System

· HW virtualization functionality (Hypervisor or respective SW included) 

· Virtualization SW capable of virtualizing various SW. Installation of Virtualization SW

· Storage virtualization solution allowing virtualization the available storage space
· Min 2 pcs or adequate number of redundant, rack-mounted managing servers, sample: 1 quadcore CPU, min 2.4 GHz 8GB DDR3 RAM, min 2 x SAS 146 GB 15K in hardware RAID1, 2x dual port Ethernet interface card, dual power supplies

· Virtualization and storage virtualization compatibility made with IBM SVC controller v.5.1.0.7
	
	
	

	1.4.11
	Backup Tape Storage Connectivity (to item 18. Data Backup & Recovery Hardware and Software):

· 48 tape cartridge for back-up with back-up software supported, configured either internally or externally
	
	
	

	1.4.12
	Compatibility with all sub-items of item 1 Core Server System Platform
	
	
	

	1.5
	Core Server System Platform Storage, qty 2 (duplicated)
	
	
	

	1.5.1
	FC protocol supported: FC interface to servers, min. 2 x dual port FC connection per controller, to servers, min. 8 host connections in total, 8Gbit/s FC (auto-sensing, and backward compatibility).
	
	
	

	1.5.2
	Min 50 TB HDD installation, either in external storage system or in disk array subsystem, RAID 1 
	
	
	

	1.5.3
	Storage Raw Memory Capacity scalable from min 50 TB (minimum installed capacity) up to 240 TB; with memory capacity requirement  as follows:

Definition

Memory

Note

Min installed capacity required to be provided

50 TB

40 TB in FC or SAS HDD drives ;

10 TB in SSD HDD drives

Storage platform scalability up to

240 TB

total memory capacity scalability without system change


	
	
	

	1.5.4
	Installation of the following HDD types - with IOPS and HDD: 

· IOPS performance equalling 15k RPM 

· HDD: FC or SAS HDD with min 600GB capacity, SSD HDD with min 40GB HDD capacity
	
	
	

	1.5.5
	High Availability (HA) for storage architecture
	
	
	

	1.5.6
	Redundant controllers, power supplies and fans installed enabling continuous operations
	
	
	

	1.5.7
	Hot swap power supplies and fans for maintenance
	
	
	

	1.5.8
	RAID 0, 1, 10, 5 and 6
	
	
	

	1.5.9
	Min 8GB of total cache memory
	
	
	

	1.5.10
	Min 2 (two) dual port connections per controller, min 8 host connections of 8 Gbit/s FC ports (auto sensing, backward compatible), and appropriate 5m patch cables delivered.
	
	
	

	1.5.11
	Min 2 (two) management protocols supported out of listed: SNMP / Telnet / SSH / HTTP / HTTPS
	
	
	

	1.5.12
	Secure device access provided by using AAA access methods/technology
	
	
	

	1.5.13
	Min 1 (one) notification method supported out of listed: SNMP traps / E-mail / Syslog
	
	
	

	1.5.14
	Storage management and configuration software installed with support for management and configuration of all specified functions and options
	
	
	

	1.5.15
	Compliance with MS Windows 2003 server and later, as well as various Linux and Unix operating systems (both 32 and 64-bit) and with chosen virtualization platform. Virtualization and storage virtualization compatibility with IBM SVC controller v.5.1.0.7
	
	
	

	1.5.16
	Compatibility with all sub-items of item 1 Core Server System Platform technically, and regarding installation for (separate) each location of item 1.
	
	
	

	1.5.17
	Compatible with items 

      15  AFIS

      16  FIIS 

      17. Investigative Intelligence Case   

            Management System (CMIS)

     18. Data Backup & Recovery Hardware and Software
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	2. Web Server, qty 2


	2.1
	Security hardened OS with security hardened web server
	
	
	

	2.2
	Rack server with max 1U (HE) height
	
	
	

	2.3
	64-bit server processor, with min four-cores, running at min 2.4GHz at min 1GHz of computer FSB
	
	
	

	2.4
	16 GB DDR3 RAM server memory
	
	
	

	2.5
	2 (two) pcs 15K SAS 3.5” Hot-Pluggable HDDs in RAID1 with RAM with at least 146 GB 
	
	
	

	2.6
	2 (two) dual port 1 GbE network interface cards 
	
	
	

	2.7
	TPM and chassis intrusion hardware security
	
	
	

	2.8
	 BIOS Password software security
	
	
	

	2.9
	Administration and accessing

· Out-of-band and in-band management with support for web-based administration

· Web Server access facilitated also through KVM Switch 
	
	
	

	2.10
	 2 (two) min 300W hot-pluggable redundant power supplies
	
	
	

	2.11
	Web Server capabilities:

· Virtual hosting : capability to serve many Web sites using one IP address

· Large file support: capability to serve file sizes larger than 2 GB

· Bandwidth throttling: limit the speed of responses, no network saturation, serving several clients (here: the minimum number of clients equals the total number of client computers, workstations and network users as specified in this specification)
· Server side scripting to generate dynamic Web pages

	
	
	

	2.12
	 Web Server main features:

· Anti overloading: firewall, HTTP traffic management to drop, redirect or rewrite requests, bandwidth and workload management and traffic shaping

· Web Server grouping, related load balancing

· Model: select, pre-fork, fork, Java threads

· Auto configuration of build processes

· Large-scale transaction support
· Advanced clustering
· Simple failover
· Virtualization support, virtual hosting

	
	
	

	2.13
	 Protocol support:

· Web 2.0 

· XML

· IP support: IPv4, IPv6

· Session Initiation Protocol (SIP)
	
	
	

	2.14
	Application and Architecture features:

· OSGI applications 

· Communications Enabled Applications (CEA) or respective, to allow Web Server communications 

· Service Component Architecture (SCA) or respective, to facilitate Web service bindings and policy implementations
	
	
	

	2.15
	Dynamic caching:

· Dynamic scripting and content

· CGI, Fast CGI

· Servlet Engine: Java Servlets

· SSI
	
	
	

	2.16
	Java compliance:
· Java beans EJB

· Java Servlets

· JDBC


	
	
	

	2.17
	Security

· Basic Access Authentication

· Digest Access Authentication

· HTTPS

· Secure proxy, secure domains

· Kerberos authentication, SSO

· SAML token support

· Strong encryption: SSL/TLS
	
	
	

	2.18
	Dimensioning of Web Server, a server  capable of handling at least:

· RPS: +200 parallel requests of small files (1000 files, each 1 kB long, random requests)

· +70 CGI RPS 

· RPS: +100 parallel users of large files (100 files, each 1MB long)
	
	
	

	2.19
	Compatible with items 

       1.   Core Server System Platform

       17. Investigative Intelligence Case   

                Management System (CMIS)
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	3. Desktop Computer, total qty 171 ; qty 127  + qty 44 required for items 20—23 AFIS/FIIS Stations 

	3.1
	Chassis must support desktop form and placement in vertical and horizontal position
	
	
	

	3.2
	 64-bit processor, with min four-cores, running at min 2GHz at min 1GHz of computer FSB
	
	
	

	3.3
	4GB RAM
	
	
	

	3.4
	2 (two) min 7.2K 500GB SATAII HDDs with  8MB cache and NCQ support in RAID1
	
	
	

	3.5
	Integrated sound
	
	
	

	3.6
	 Integrated graphics, with support for HD   resolution at 60Hz, with 1 (one) digital output connector
	
	
	

	3.7
	1 (one) min 24" LCD monitor with support for min HD resolution and min 1 (one) digital output connector
	
	
	

	3.8
	1 (one) GbE
	
	
	

	3.9
	2 (two) front and 4 (four) back USB2 ports
	
	
	

	3.10
	Mouse and keyboard

· PS/2 or USB mouse

· PS/2 or USB keyboard with Serbian layout
	
	
	

	3.11
	 DVD±RW DL with recording software included
	
	
	

	3.12
	Chassis intrusion hardware and BIOS password software security 
	
	
	

	3.13
	Enterprise level Desktop OS must be installed with min support for secure connection to enterprise network
	
	
	

	3.14
	Office software package(s) with following functions :

· Word processor client

· Spreadsheet client

· Presentation client

· Email client

· PDF (read/create) client

· Address book client
· Internet access client
· Graphics image editor
	
	
	

	3.15
	All cables included
	
	
	

	3.16
	All RTE and SDK (or similar) needed for the installation and use of the items:

     15. AFIS

     16.  FIIS 

     17. Investigative Intelligence Case   

           Management System (CMIS) 

     18. Data Backup and Recovery Software
	
	
	

	3.17
	Compatible with items

     6.  Digital Camera

     7.  Portable Projector

     8.  Printer, Copier, Scanner MFD

     9.  A0 Ink Jet Printer

    10. LiveScan Fingerprint Scanner

    15. AFIS

    16.  FIIS 

    17. Investigative Intelligence Case   

           Management System (CMIS) 

    20 and 22-24 AFIS/FIIS Stations
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	4. Laptop Computer, total qty 25 ; qty 23 + qty 2 required for items 20—23 AFIS/FIIS Stations 

	4.1
	64-bit, min dual-core, min 2GHz processor installed
	
	
	

	4.2
	4GB RAM installed
	
	
	

	4.3
	250GB min 5.4K min SATAII HDD
	
	
	

	4.4
	 DVD±RW DL support
	
	
	

	4.5
	Integrated graphics and sound support with min 1280×800 pixels 13" LCD display
	
	
	

	4.6
	FE networking with 802.11 b/g WLAN with WPA2 security and BT support
	
	
	

	4.7
	 ExpressCard and card reader support
	
	
	

	4.8
	 2 (two) USB ports
	
	
	

	4.9
	Power supply according to Serbian regulation
	
	
	

	4.10
	Notebook OS with office software package(s) with at least writing, spreadsheet, presentation, email, read and create PDF documents, address book and calendar functionalities
	
	
	

	4.11
	All RTE and SDK (or similar) needed for the installation and use of the items 

     15. AFIS

     16.  FIIS 

     17. Investigative Intelligence Case   

           Management System (CMIS) 

     18. Data Backup and Recovery Software

     19. Analyst Application
	
	
	

	4.12
	.Compatible with items 

     6.  Digital Camera

     7.  Portable Projector

     8.  Printer, Copier, Scanner MFD

     9.  A0 Ink Jet Printer

    10. LiveScan Fingerprint Scanner

    15. AFIS

    16.  FIIS 

    17. Investigative Intelligence Case   

           Management System (CMIS) 

    19. Analyst Application 

    21. AFIS/FIIS Mobile Booking Station
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	5. Tetra Mobile Data Terminal, qty 87 

	5.1
	Rugged, ergonomic, demountable tablet PC built for the field-based worker
	
	
	

	5.2
	On/Off switch with controlled OS shutdown which also controls power and monitors vehicle battery
	
	
	

	5.3
	1GHz of low power processor designed for long life battery and low heat dissipation, with support for high speed bus and processor cache
	
	
	

	5.4
	8.4" SVGA touchscreen with support to be used at ambient light with finger, gloved finger or stylus pen
	
	
	

	5.5
	1GB RAM of memory 
	
	
	

	5.6
	Removable and rechargeable battery with min 4h of typical usage
	
	
	

	5.7
	 > 1Mpix integrated camera
	
	
	

	5.8
	 1 (one) USB port
	
	
	

	5.9
	 Communication: 

· IEEE 802.11 b/g and Bluetooth (BT)
	
	
	

	5.10
	 TETRA internal modem with support for flexible antenna
	
	
	

	5.11
	TETRA modem with following features 

· Modem serial communication, TETRA IP data  communication, TETRA RTU type of device capable of using SDS and status messages

· TETRA IP: IP-based communication to TETRA switch supported

· TETRA frequency bands (MHz) : 380-385//390-395 (European Public Safety and Security forces) ; 410-430//450-470 (European non-emergency services) 

· Channel bandwidth: 25 kHz four-slot TDMA system 

· Receiver sensitivity: -105 dBm (static) or better; -100 dBm (dynamic) or better ; receiver class: Class A
· Operating features: SDS-based data transfer, Alarm status messages, packet data, circuit switched data

· Power 

· Class 3 : P[out] = 3 Watt for 400 MHz band

	
	
	

	5.12
	3G/GPRS/GSM/HSDPA with internal antenna
	
	
	

	5.13
	12/24V vehicle power with support for vehicle battery protection
	
	
	

	5.14
	Operation in -20ºC to 55ºC and storage in -20ºC to 70ºC temperature range
	
	
	

	5.15
	High shock and vibration environment
	
	
	

	5.16
	Vehicle docking station having 1 (one) expansion box, 1 (one) USB port, TETRA antenna, antenna for 3G/…/HSDPA and connection wires
	
	
	

	5.17
	Desktop docking station to enable connectivity to office network as a standard PC
	
	
	

	5.18
	1(one) additional (reserve) battery pack
	
	
	

	5.19
	All RTE and SDK (or similar) needed for the installation and use of the items 

     15. AFIS

     16.  FIIS 

     17. Investigative Intelligence Case   

           Management System (CMIS) 
	
	
	

	5.20
	Compatible with items 

     6.  Digital Camera

    15. AFIS

    16.  FIIS 

    17. Investigative Intelligence Case   

           Management System (CMIS) 
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	6. Digital Camera, total qty 150 ; qty 110 + qty 40 required for items 20—23 AFIS/FIIS Stations 

	6.1
	10 Mpix
	
	
	

	6.2
	5x optical zoom
	
	
	

	6.3
	Multiple focusing modes with support for multiple metering modes
	
	
	

	6.4
	Multiple resolutions for still pictures and video
	
	
	

	6.5
	Multiple recording file formats for still pictures and video
	
	
	

	6.6
	Various modes of exposure and quality controls
	
	
	

	6.7
	SD memory card and  1 pcs USB interface
	
	
	

	6.8
	3” LCD display
	
	
	

	6.9
	Accessories:

· Flexible mini table-top tripod

· Lens cleaning kit
	
	
	

	6.10
	Compatible with items 

     3.  Desktop Computer

     4.  Laptop Computer

     5.  Tetra Mobile Data Terminal

    15. AFIS

    16.  FIIS 

    17. Investigative Intelligence Case   

           Management System (CMIS)

    20—24 AFIS/FIIS Stations
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	7. Portable projector, qty 10 

	7.1
	1500 ANSI lumens brightness
	
	
	

	7.2
	 2000:1 contrast ratio
	
	
	

	7.3
	1024x768 resolution 
	
	
	

	7.4
	Lamp life cycle 2000 hours
	
	
	

	7.5
	1 (one) 1W RMS speaker
	
	
	

	7.6
	VGA and S-Video ports
	
	
	

	7.7
	Power supply according to the Serbian regulations
	
	
	

	7.8
	VGA cable and remote control
	
	
	

	7.9
	Carrying case
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	8. Printer; Copier, Scanner ; MFD,  total qty 149 ; qty 105 + qty 44 required for items 20—23 AFIS/FIIS Stations 

	8.1
	B&W A4 multi function device (laser printer + scanner + copier)
	
	
	

	8.2
	Printing: not less than 1000 dpi printing
	
	
	

	8.3
	Copying: Min 600x600 dpi copy with support for resize and multiple copy options
	
	
	

	8.4
	Scanning: 2400dpi color scan with min 25-sheet ADF
	
	
	

	8.5
	Plain paper, envelopes, transparencies and labels media types
	
	
	

	8.6
	ISO 216 min A4 media size
	
	
	

	8.7
	For normal quality A4, must support min 16ppm for both B&W print and copy
	
	
	

	8.8
	TWAIN Support
	
	
	

	8.9
	1 (one) paper tray
	
	
	

	8.10
	Total paper input capacity of 150 sheet
	
	
	

	8.11
	1 pcs USB port
	
	
	

	8.12
	1 (one) printing language
	
	
	

	8.13
	Power supply according to Serbian regulations
	
	
	

	8.14
	All cables and accessories needed for initial operation
	
	
	

	8.15
	Compatible with AFIS and FIIS standards and requirements to function as elementary parts of items 20—24 AFIS/FIIS Stations
	
	
	

	8.16
	 Compatible with items 

     3.  Desktop Computer

     4.  Laptop Computer

     5.  Tetra Mobile Data Terminal

    15. AFIS

    16.  FIIS 

    17. Investigative Intelligence Case   

           Management System (CMIS)

    20—24 AFIS/FIIS Stations
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	9. A0 InkJet Printer, qty 1 

	9.1
	Five-color printing
	
	
	

	9.2
	ISO 216 A0 media width
	
	
	

	9.3
	Max print resolution 2400x1200dpi
	
	
	

	9.4
	Small ink droplet size with support for use of various ink types and big single color ink capacity
	
	
	

	9.5
	384 MB device memory must be installed
	
	
	

	9.6
	40GB device HDD must be installed
	
	
	

	9.7
	Front HID (e.g. buttons, touch screen or similar) must be installed
	
	
	

	9.8
	Cut sheet and roll paper media with min roll length of 10m
	
	
	

	9.9
	Paper media sheet tray or cassette must be installed
	
	
	

	9.10
	Various paper media thickness
	
	
	

	9.11
	Min HP-GL/2 and PS3
	
	
	

	9.12
	Min FE port must be installed
	
	
	

	9.13
	MS Windows family and various Linux OS
	
	
	

	9.14
	All cables, spare parts and accessories needed for initial operation
	
	
	

	9.15
	Compatible with items 

     3.  Desktop Computer

     4.  Laptop Computer

     5.  Tetra Mobile Data Terminal
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	10. LiveScan Fingerprint Scanner, total qty 48 ; qty 10 + qty 38 required for items 20—23 AFIS/FIIS Stations 

	10.1
	Lightweight, portable ten-print capture fingerprint scanner for palm print, single finger flat and rolled scan captures
	
	
	

	10.2
	Min 500 ppi resolution
	
	
	

	10.3
	Single finger rolls, single finger flats, palm prints, four finger slaps and thumbs
	
	
	

	10.4
	USB 2.0 interface
	
	
	

	10.5
	AFIS system compliant
	
	
	

	10.6
	USB cable and mounting base
	
	
	

	10.7
	Operation in  +10 to +35°C temperature range or wider
	
	
	

	10.8
	Fingerprint, image format and quality:

· FBI standard IAFIS IQS Appendix F
· ANSI/NIST (ITL-1-2007 and ITL-1-2000 as examples)

· ISO/IEC (-19794-4 as an example)

· WSQ compression
	
	
	

	10.9
	Dimensions (for larger Fingerprint Scanner):

· Palm print image dimensions 120 x 125 mm maximum or larger dimension
· Rolled and flats image dimensions 38 x 35 mm or larger dimension 
	
	
	

	10.10
	Compatible with items 

     3.  Desktop Computer (also runtime license compatibility
          with OS)

     4.  Laptop Computer (also runtime license compatibility with     

          OS)

     5.  Tetra Mobile Data Terminal (also runtime license    

          compatibility with OS)

     15. AFIS

    16.  FIIS 

    20—24 AFIS/FIIS Stations
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	11. Mobile Automatic Document Reader, qty 135 

	11.1
	1 (one) serial (console) interface, directly or through docking station
	
	
	

	11.2
	1 (one) USB host, 1 (one) 100Mbps RJ45 network and 1 (one) 802.11 b/g interface
	
	
	

	11.3
	1 (one) SDIO or CF card slot
	
	
	

	11.4
	Fingerprint recognition standards FIPS 201
	
	
	

	11.5
	e-Passports and e-IDs captures with both ISO/IEC 14443 Type A and Type B contactless chips
	
	
	

	11.6
	ICAO compliant MRZ data up to 3 lines
	
	
	

	11.7
	1D and 2D barcodes for machine readable passports and visas including e-Passports
	
	
	

	11.8
	ISO/IEC SC 37 biometric data standard
	
	
	

	11.9
	ISO 7816 contact and ISO 14443 A/ B contactless smartcard interface
	
	
	

	11.10
	Fingerprint sensor area of at least 12 mm x 15 mm
	
	
	

	11.11
	500 dpi as min document image and fingerprint resolution
	
	
	

	11.12
	Min 3.5” color touchscreen
	
	
	

	11.13
	1:1 fingerprint and 1:N fingerprint matching
	
	
	

	11.14
	Automated Fingerprint Identification System (AFIS) compliant
	
	
	

	11.15
	64 MB RAM and 128 MB Flash memory
	
	
	

	11.16
	1 (one) SDK tool
	
	
	

	11.17
	Security supported by integrated software:

· Access control: BAC (compulsory) , EAC (optional) 

· Authentication: PA (compulsory), AA (optional)
	
	
	

	11.18
	Compatible with items 

     3.  Desktop Computer

     4.  Laptop Computer

     15. AFIS

    16.  FIIS 

    20—24 AFIS/FIIS Stations
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	12. Thermovision Hand Camera, qty 115

	12.1
	640x480 pixels detector resolution
	
	
	

	12.2
	Min 2x and 4x digital zoom
	
	
	

	12.3
	User to see without being seen
	
	
	

	12.4
	Sight through dust, smog, smoke and light precipitation
	
	
	

	12.5
	Image (JPEG) and video (AVI) storage on a removable memory card
	
	
	

	12.6
	Color LCD display with support for PAL video output
	
	
	

	12.7
	IP67 protection
	
	
	

	12.8
	Operation in -20ºC to 60ºC and storage in -40ºC to 75ºC temperature range
	
	
	

	12.9
	Delivered with min delivery set covering appropriate memory recording card, rechargeable battery pack, power adapter/charger, car adapter/charger, video output cable and carrying case
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	13. Digital Video Endoscope, qty 15

	13.1
	Display features:

· Min 3.5’’ color display
	
	
	

	13.2
	Recording features:

· VGA 640x480 recording resolution

· Recording on internal or on external memory media or on both

· Still picture and movie recording
	
	
	

	13.3
	Inserting tube of min 2m in length and min 6 mm in diameter
	
	
	

	13.4
	White LED light source
	
	
	

	13.5
	Adjustable focus from min 10mm to infinity
	
	
	

	13.6
	PAL video output
	
	
	

	13.7
	Camera controls such as automatic gain control, white balance etc.
	
	
	

	13.8
	Operation in -5ºC to 40ºC temperature range 
	
	
	

	13.9
	Power:

· Working with external power supply or with rechargeable battery or with both

· Li-Ion battery, operating time longer than 1.0 hours
	
	
	

	13.10
	Delivery set covering appropriate memory recording card, external power supply or battery charger and appropriate heavy duty water resistant transport case
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	14. Portable Gas Detectors, qty 117 

	14.1
	Electrochemical (EC), catalytic oxidation (CAT), photo ionization (PID) and infrared (IR) sensing technology
	
	
	

	14.2
	5 (five) sensors 
	
	
	

	14.3
	Compact, portable, lightweight and wearable
	
	
	

	14.4
	Readable mono display
	
	
	

	14.5
	Internal pump capable of drawing gases from min 40 m
	
	
	

	14.6
	Withstands the toughest industrial environments, providing good resistance against dust, RFI, rain and extreme temperatures
	
	
	

	14.7
	High capacity Li battery allowing operation times >16 hours
	
	
	

	14.8
	 CO2 sensors detecting CO2 from low ppm levels to percentage of CO2 volume concentrations
	
	
	

	14.9
	Sensor for confide space entry and area monitoring must be supported and installed
	
	
	

	14.10
	Sensor for combustible gases monitoring must be supported and installed
	
	
	

	14.11
	Sensor for hazardous material monitoring must be supported and installed
	
	
	

	14.12
	Delivery set covering min appropriate battery charger and appropriate heavy duty water resistant transport case
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	15. Automatic Fingerprint Identification System (AFIS), qty 1

	15.1
	AFIS system must be compliant with the following overview description.
AFIS Overview Feature Description :

1) Automatic registration of person into AFIS database

2) Fingerprint searches of booked persons 

i. Against the database of registered persons, search type 1:N (i.e. if fingerprint credentials are among existing records)

ii. Against the latent data, search type 1:N (i.e. if fingerprint credentials are among unsolved records)

3) Inserting of latents into the system (i.e. new unsolved cases)

4) Search of latents 

i. Against unidentified latents, search type 1:N (i.e. if new latents are among unidentified latents)

ii. Against registered persons, search type 1:N (i.e. if new latents are among registered existing records)

5) Express ID checking capability

6) Import of new biometric credential data in NIST format (i.e. new persons and new latents)

7) Export of existing biometric data from databases in NIST format


	
	
	

	15.2
	System can be 2 tier, 3-tier, n-tier or shared platform virtualized (i.e. private cloud) solution, clustered or distributed configuration, using single or multiple back-end database(s), using real hardware or virtual platform, using data center hardware of item 1 Core Server System Platform. 
For chosen architecture please anticipate and calculate all needed licences (e.g. Server OS, Appl. Server, Appl. Components, Virtual Environment, SDK, etc.). 
Chosen system solution architecture and  integration with compatible items and especially with 20--24 AFIS/FIIS Stations shall be described (see below as specified for this item).
	
	
	

	15.3
	Complete migration of AFIS database, data, records, etc. to new AFIS solution from the existing AFIS system. 

Description of the existing AFIS system:

· OMNITRAK 8.2.3.14 on Advanced Data Server that includes ES45 Compaq Alpha Server, UNIX Tru64 v.5.1B, Jboss 3.0.6 Application Server, Web Server – Apache 1.3, Oracle 8.1.7.4

· OMNITRAK 9.1.0.2 on Advanced Matcher Contorller that includes DS20E Compaq Alpha Server, UNIX Tru64 v.5.1B

· OMINTRAK Matcher 9.0.1.2 on HP ProLiant DL380G3

· OMNITRAK WFE with WebServer Apache 1.3 and Jboss 3.0.6 Application Server

· HSG80 Array storage system with 11.74 TB total capacity (shared e.g. with FIIS)
	
	
	

	15.4
	Storage of slap fingers, palm prints, Tenprints and Latents
	
	
	

	15.5
	Auto composite record construction
	
	
	

	15.6
	Expandable storage capacity
	
	
	

	15.7
	Tenprint vs. Tenprint search with auto-confirm 
	
	
	

	15.8
	Tenprint vs. Unsolved Latent search
	
	
	

	15.9
	Finger latent vs. Tenprint search
	
	
	

	15.10
	Finger latent vs. Unsolved Latent search
	
	
	

	15.11
	Palm latent vs. Palmprint search
	
	
	

	15.12
	Palm latent vs. Unsolved Palm latent search
	
	
	

	15.13
	Full database search without binning or filtering
	
	
	

	15.14
	Customizable AFIS workflow engine with support for:

i. case search and fingerprints matching

ii. storing of the workflow steps for persons, incidents, unsolved crimes, and transactions
	
	
	

	15.15
	Data presentation with support for:

i. verification

ii. system and case state status

iii. quality control

iv. system management

v. case charting and case image viewing

vi. case management
	
	
	

	15.16
	User security based either on internal RBAC-based database or on LDAP
	
	
	

	15.17
	Exchange of data with other compliant systems based on relevant ANSI/NIST, ANSI/INCITS, and ISO standards (all mandatory).

Exchange of data according to Prűm convention (optional; must be later upgradeable).
	
	
	

	15.18
	Forwarding and reversing biometric data searches 
	
	
	

	15.19
	Matches on both rolled images and flat impressions (optional; whole feature)
	
	
	

	15.20
	≥ 500ppi 
	
	
	

	15.21
	Full integration of fingerprints, palmprints, signatures, descriptive data, documents, and other data
	
	
	

	15.22
	AFIS Matcher with support for:

i. Search, add, delete or modify file case records

ii. Hit / No-Hit determination

iii. Minutiae matching subjected to additional matching processes, including minutiae types (bifurcation or ridge endings), minutiae connectivity, ridge count, automatic ridge matching

iv. Multiple criteria evaluation - combined scores for multiple fingers, individual scores for single fingers, and confidence levels
v. Matcher controlling for adaptive matcher elements
	
	
	

	15.23
	AFIS Latent with support for:

i. Editing and charting of latent prints, search and review, on-screen print rotation, image reversal, contrast and brightness adjustments for visual verification simplification

ii. Capture, auto-encode, and submit latent images at 500ppi/1000ppi 

iii. Store images directly from evidence or a variety of other sources including a high resolution digital camera, scanner, and industry standard digital image formats

iv. 1000 images per case, 3D encoding tools mode, tracking tools

v. 1:1 and 1:N searches of tenprint and palmprint files with upper, lower, and writer’s palmprint processing functionalities.

vi. JPEG, JPEG 2000, Bitmap, NIST, WSQ, and TIFF file support

vii. Automatic encoding

viii. Enhancement features such as brightness, contrast, invert, reverse, and histogram

ix. Identify and label similarities, charting tool
	
	
	

	15.24
	Separate AFIS solution or as a joint AFIS/FIIS solution. 

Describe chosen system solution architecture and integration with compatible items (see below as specified for this item)
	
	
	

	15.25
	Installed with support for storage of up to 400,000 persons (TP), 20,000 persons with special status (TP) and 100,000 clues/traces (i.e. latents)
	
	
	

	15.26
	Daily (within 24h) accomplish min 1500 person registrations checked by TP+LF+LP, min 100 LF checks through TP+LF and min 50 LP checks through TP+LP
	
	
	

	15.27
	Compatible with items 

     1.  Core Server System Platform 
     3.  Desktop Computer

     4.  Laptop Computer

     5.  Tetra Mobile Data Terminal

    11. Mobile Automatic Document Reader

    16.  FIIS 

    17. Investigative Intelligence Case   

           Management System (CMIS)

    18. Data Backup & Recovery Software
    20—24 AFIS/FIIS Stations
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	16. Facial Image Identification System (FIIS), qty 1

	16.1
	FIIS system must be compliant with the following overview description.

FIIS Overview Description :

1) Processing and searching all the standard image formats (JPEG, BMP, TIFF...) and poor quality photographs (CCTV etc.)

2) Enrolment or capturing a face image into FIIS database

3) Verification search: : Mugshot search versus the mugshot database of booked (registered) persons

4) Identification: a probe image is provided to attempt to match it with a biometric reference in the gallery database
5) Watch-list identification: system determines if the probe image corresponds to a person on the watch list and then subsequently identifies the person through the match
6) Integration of the search and the detected data with the AFIS system


	
	
	

	16.2
	System can be 2 tier, 3-tier, n-tier or shared platform virtualized (i.e. private cloud) solution, clustered or distributed configuration, using single or multiple back-end database(s), using real hardware or virtual platform, using data center hardware item 1. 
For chosen architecture please anticipate and calculate all needed licences (e.g. Server OS, Appl. Server, Appl. Components, Virtual Environment, SDK, etc.). 
Chosen system solution architecture and  integration with compatible items (see below as specified for this item)
	
	
	

	16.3
	Complete migration of FIIS database, data, records, etc. to new FIIS solution from the existing FIIS system. 

Description of the existing FIIS system:

· INDENTIX ABIS 2.1.2 BioDB on Dell Power Edge 2650, Oracle 9.2 with Windows Server 2000

· INDENTIX ABIS 2.1.2 BioApp on Dell Power Edge 2650, Windows Server 2000

· INDENTIX ABIS 2.1.2 on 24 pcs RLX 300ex with RedHat 7.1.2

· HSG80 Array storage system with 11.74 TB total capacity (shared e.g. with AFIS)
	
	
	

	16.4
	Storage of facial images
	
	
	

	16.5
	Customizable way that each face can be linked to demographics data (e.g. name, date of birth, place of birth , gender, address etc.)
	
	
	

	16.6
	Customizable workflow engine with support for:

i. storing of the workflow steps for persons, incidents, unsolved crimes, and transactions
	
	
	

	16.7
	Data presentation with support for:

i. verification

ii. system and case state status

iii. quality control

iv. system management

v. case charting and case image viewing

vi. investigation case management

vii. configurable demographics

viii. audit logging
	
	
	

	16.8
	User security based either on internal RBAC-based user database or based on LDAP
	
	
	

	16.9
	Exchange of data with other compliant systems based on relevant ANSI/NIST, ANSI/INCITS, and ISO standards.
	
	
	

	16.10
	Audit based on logging internally stored into systems database
	
	
	

	16.11
	Matcher Search Engine with support for:

i. Secure generation of biometric and facial template

ii. Multi-million record searches in only a few seconds

iii. Search, verify, create templates and enroll requests

iv. Identification 1:N matching, enrolment, candidate list retrieval

v. Facial image enhancement enabling: 

· Ability to modify images to bring out facial data using various filters

· De-interlace filter for images from video

· Median filter to remove noise

· Histogram to correct contrast

· Band Pass to enhance certain frequencies of the light spectrum

· Face cropping to isolate a single face

· Aspect Ratio to correct for known camera or lens distortion

vi. Generation of the ICAO/ISO 19794-5 compliant image

vii. ISO 19784-1 (Bio API 2.0) standard

viii. Customizable and sortable candidate list

ix. Pre-binning with demographics, post-binning with candidate lists
	
	
	

	16.12
	Face Recognition

i. Typical gesture changes allowed

ii. Pose (+/- 15° deviation from frontal image)

iii. Minor face occlusion, beard and hairstyle tolerated, glasses and lightning changes without shadows tolerated

iv. Sharp image, one face visible, inter-pupil spacing > 32 pixels, 64+ grayscales in face
	
	
	

	16.13
	Must support JPG, JPG 2000, PNG, BMP, PPM, PGM and XFD formats
	
	
	

	16.14
	Separate FIIS solution or as a joint AFIS/FIIS solution. In case of a separate system, FIIS should be integrated to AFIS.

 Describe chosen system solution architecture and integration with compatible items (see below as specified for this item)
	
	
	

	16.15
	Installed with support for storage of up to 400,000 persons (mugshots), and 20,000 persons (mugshots) with special status
	
	
	

	16.16
	Compatible with items 

     1.  Core Server System Platform 
     3.  Desktop Computer

     4.  Laptop Computer

     5.  Tetra Mobile Data Terminal

    15.  AFIS

    17. Investigative Intelligence Case   

           Management System (CMIS)

    18. Data Backup & Recovery Software
    20—24 AFIS/FIIS Stations
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	17. Investigative/Intelligence Case Management Software (CMIS), qty 10

	17.1
	HW of CMIS must reside at 

the item of 1.  Core Server System Platform.

---

System can be 2 tier, 3-tier, n-tier or shared platform virtualized (i.e. private cloud) solution, in clustered or distributed configuration, using single or multiple back-end database(s), using real hardware or virtual platform, using data center hardware item 1 Core Server System Platform 
For chosen architecture please anticipate and calculate all needed licences (e.g. Server OS, Appl. Server, Appl. Components, Virtual Environment, SDK, etc.). 

Chosen system solution architecture and integration with compatible items (see below as specified for this item) shall be described.
	
	
	

	17.2
	 Database with features:

· Record, categorize, link facts, evidence and events as individual object in a centralized and secure repository

· Synchronized databases; primary and secondary database utilizing the capabilities of item 1 Core Server System Platform
· Information types collected and stored: standard textual data, documents, images, video, sound, telephone calls
	
	
	

	17.3
	Long duration investigative and intelligence work on a basic and personal as well as highly complex and organized crime
	
	
	

	17.4
	 Integrated workflow engine enabling customisable case life cycle management and business process mapping according to established standard operating procedures
	
	
	

	17.5
	Customisable tasking and alerting according to established standard operating procedures
	
	
	

	17.6
	Scalable from just a few to thousands of users and based on the standards-based technologies
	
	
	

	17.7
	Availability of information in a real time scenario and in accordance with pre-defined user access rights
	
	
	

	17.8
	Secure upload, view and search of evidence electronic files
	
	
	

	17.9
	Single or distributed “document repository” for the evidence files, documents issued as well as documents used during investigation and/or enforcement processes
	
	
	

	17.10
	 Basic and advanced search by parameters - for example by person, address, organisation, communications, vehicle etc.
	
	
	

	17.11
	Integrated and easy to use visualisation tools to turn raw data into actionable intelligence
	
	
	

	17.12
	Comprehensive and user configurable basic and management reporting
	
	
	

	17.13
	Working on a single case under team that can include investigator(s), crime analyst(s), intelligence analyst(s) and support staff
	
	
	

	17.14
	Sharing information on a single case with the members of a team
	
	
	

	17.15
	Case officers (e.g. field police inspectors) work under case supervisor (e.g. higher police inspector or similar)
	
	
	

	17.16
	Secure environment for capturing, storing, querying and retrieving information (e.g. witness reports, details of vehicles, informant reports, cell phone and landline telephone calls, banking and other financial transactions, photographs, audio, video, descriptions of people - tattoos, hair color, height, etc.) in accordance with pre-defined user access rights
	
	
	

	17.17
	Unauthorized access prevention to data and enforcing data integrity
	
	
	

	17.18
	 XML-based data exchange or Web Services enabling data communications with domestic and international law enforcement and regulatory agencies
	
	
	

	17.19
	Multilingual support with support for Unicode and recommendation that user-interface is translated to Serbian
	
	
	

	17.20
	Min 10 licenses installed
	
	
	

	17.21
	Compatible with items 

     1.  Core Server System Platform 

     2.  Web Server

     3.  Desktop Computer

     4.  Laptop Computer

     5.  Tetra Mobile Data Terminal

    15. AFIS

    16. FIIS

    18. Data Backup & Recovery Software
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	18. Data Backup & Recovery Hardware and Software, qty 1

	18.1
	FC-connected Tape Backup  system for item 1 Core Server System Platform:

· Enterprise Backup Solution, 2 x rack-mounted redundant backup server each of min 1 quadcore CPU 2.4GHz, min 8 GB DDR3 RAM memory, min 2 x SAS 146 GB 15K in hardware RAID1, min 2 x dual port 8  Gbps FC interface card, min 2 x dual port 1 Gbps network interface card, dual redundant power supplies.

· 2 x Tape Library, rack-mounted (min LTO 4) with at least 4 drives expandable to at least 6, CPF (control path failover), DPF (data path failover), max number of redundant power supplies delivered.
	
	
	

	18.2
	 Online backup for items 

      15 AFIS

       16. FIIS

    17. Investigative Intelligence Case   

           Management System (CMIS)
	
	
	

	18.3
	Support backup, restore, archive and retrieve functions for items 

       15 AFIS

       16. FIIS

    17. Investigative Intelligence Case   

           Management System (CMIS)
	
	
	

	18.4
	Additionally support backup and restore functions for major operation systems, both 32 and 64-bit
	
	
	

	18.5
	Work in LAN and WAN networking environments and SAN data storage environment
	
	
	

	18.6
	Disaster Recovery mechanisms and procedures
	
	
	

	18.7
	Various data backup compression ratios
	
	
	

	18.8
	Temporal, triggered and event-based backups
	
	
	

	18.9
	Continuous protection of VM instances
	
	
	

	18.10
	Automatic duplication / mirroring of media, onsite / offsite (vault) management and media tracking
	
	
	

	18.11
	Sharing of stand-alone or library tape devices with support for multiple server environments
	
	
	

	18.12
	Complete management over web-based console using HTTP/HTTPS
	
	
	

	18.13
	FC architectures with LAN/SAN throughputs of ≥ 8 Gbps
	
	
	

	18.14
	 Installed with clearly defined and documented BCDR procedures provided for every day operation of items 1 and 15 - 16 in terms of achieving max offered reliability
	
	
	

	18.15
	Compatible with items 

     1.  Core Server System Platform 
    15. AFIS

    16. FIIS

    17. Investigative Intelligence Case   

          Management System (CMIS)

both in terms of number of licenses and required functionality
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	19. Analyst Application, qty 10

	19.1
	Visualization tool features : 

· Find hidden relationships and links of data 

· Organize data as visual entities, optionally as networks 

· Link, time and spatial charts of data, geocoding of data
· Wide range of charts: tabular, hierarchy, link, timelines, maps, clock charts etc
	
	
	

	19.2
	Data access and management;

· Database integration; input the database with new objects and links connected to existing data 

· Integrate data together 

· Import and merge data from different sources  into database 

· Industry standard database format, SQL supported
· Visualization of data

	
	
	

	19.3
	Reporting , building reports 

· Track data changes by users
· Print and report complex charts 
· Copies of analysis and visualization data.
	
	
	

	19.4
	Specific Application Features: 

· Identify relationships with data
· Identify automatically people, places, events and their relationships
· Rules matching: customization of recognition process, modification of matching rules

· Slicing of data, reveal associated information 


	
	
	

	19.5
	Entity recognitions based on specific criteria:

· Extract entity attributes including meta data 
· Identify important entities
· Provisioning of unified view of data for different entities 
	
	
	

	19.6
	Path finding based on chart visualization  
	
	
	

	19.7
	Metrics:

· Network Metrics —  visualization technology for identifying, grouping, and ranking complex interrelated data

	
	
	

	19.8
	Temporal Analysis: 

· Network changes and interactions with each other over time
	
	
	

	19.9
	Network statistics: key nodes, cliques and cells over data
	
	
	

	19.10
	Infrastructure requirements;

· Multi-user mode: multi-user data input

· Deployable in industry standard computer/laptop, such as specified for Item 4. Laptop Computer
	
	
	

	19.11
	Installed with clearly defined and documented procedures provided for every day operation of item 4 Laptop Computer in terms of achieving max offered reliability
	
	
	

	19.12
	Min 10 licenses installed
	
	
	

	19.13
	Compatible with items 

     4.  Laptop Computer
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	20. AFIS/FIIS Booking Station, qty 13

	20.1
	AFIS/FIIS Booking Station features:

· Booking (registration) of large number of persons into ten print database

· Inserting fingerprints from Fingerprint Scanner

· Inserting live mugshots made by Digital Camera

· Data can be stored into AFIS/FIIS Booking Station temporarily

· Data is transmitted to AFIS/FIIS System and Core Platform Server once the connectivity is again established.


	
	
	

	20.2
	AFIS/FIIS Booking Station process description:

1) Personal details with descriptions and biometric data such as fingerprints and mugshot “photos” are entered into the system (after fine tuning etc.)

2) Application sends the data to the server, and initiates the search vs. existing data as well as vs. latent data

3) After search verification

i. Server adds the fingerprints to tenprint database (i.e. new data for existing records) in case so required (i.e. new data)

ii. Server adds the mugshots to FIIS database of facial images in case so required (i.e. new data for existing records)


	
	
	

	20.3
	Desktop Computer

See Item 3 Desktop Computer for technical specifications, with following additions and modifications: 

· Database compatibility with AFIS and FIIS database, items 15. AFIS and 16. FIIS

· AFIS and FIIS system and database client
	
	
	

	20.4
	Fingerprint Scanner

See Item 10 LiveScan Fingerprint Scanner for scanner technical specifications
	
	
	

	20.5
	Printer

See Item 8 Printer, Copier, Scanner ; MFD for printer technical specifications.

Note: Equipment must satisfy specific AFIS and FIIS standards to function as an AFIS/FIIS Printer
	
	
	

	20.6
	Digital Camera

See Item 6 Digital Camera for camera specification
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	21. AFIS/FIIS Mobile Booking Station, qty 2

	21.1
	AFIS/FIIS Mobile Booking Station features:

· Booking (registration) of large number of persons into ten print database

· Inserting fingerprints from Fingerprint Scanner

· Inserting live mugshots made by Digital Camera

· Data can be stored into AFIS/FIIS Mobile Booking Station temporarily

· Data is transmitted to AFIS/FIIS System and Core Platform Server once the connectivity is again established.

· Total weight less than 25 kg


	
	
	

	21.2
	AFIS/FIIS Booking Station process description:

1) Personal details with descriptions and biometric data such as fingerprints and mugshot “photos” are entered into the system (after fine tuning etc.)

2) Application sends the data to the server, and initiates the search vs. existing data as well as vs. latent data

3) After search verification

i. Server adds the fingerprints to tenprint database (i.e. new data for existing records) in case so required (i.e. new data)

ii. Server adds the mugshots to FIIS database of facial images in case so required (i.e. new data for existing records)


	
	
	

	21.3
	Laptop:

See Item 4 Laptop for technical specifications, with following additions and modifications: 

· Database compatibility with AFIS and FIIS database, items 15. AFIS and 16. FIIS
· AFIS/FIIS system and database client
	
	
	

	21.4
	Fingerprint Scanner for AFIS/FIIS Mobile Booking Station

A dedicated and specific fingerprint scanner to function integrated with AFIS/FIIS Mobile Booking Station. 

Minimum of 500 dpi resolution scanner.
	
	
	

	21.5
	Digital Camera

See Item 6 Digital Camera for camera technical specifications
	
	
	

	21.6
	Additional requirements:

· Carrying case
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	22. AFIS/FIIS Latent and Fingerprint Processing Station, small, qty 6

	22.1
	AFIS/FIIS Latent and Fingerprint Processor Station features:

· Inserting large number of latents into latent database and smaller number of bookings (registrations) of persons into ten print database

· Inserting fingerprints from flatbed Scanner

· Inserting ten print cards and mugshots via flatbed Scanner

· Data can be stored into AFIS/FIIS Latent and Fingerprint Processing Station temporarily

· Data is transmitted to AFIS/FIIS System and Core Platform Server once the connectivity is again established.


	
	
	

	22.2
	AFIS/FIIS Latent Station Entering process description:

1) Latent marks and data are entered, scanned, edited and prepared 

2) Database searches vs. all databases are performed

3) After search verification

i. Server adds latent data to latent database (i.e. unsolved records) in case so required (i.e. new latent data)


	
	
	

	22.3
	Desktop Computer

See Item 3 Desktop Computer for technical specifications, with following additions and modifications: 

· Database compatibility with AFIS and FIIS database, items 15. AFIS and 16. FIIS

· AFIS and FIIS system and database client
	
	
	

	22.4
	Scanner

See Item 8 Printer, Copier, Scanner ; MFD for scanner (flatbed) technical specifications.

Note: Equipment must satisfy specific AFIS and FIIS standards to function as an AFIS/FIIS Scanner.
	
	
	

	22.5
	Printer

See Item 8 Printer, Copier, Scanner ; MFD for printer technical specifications.

Note: Equipment must satisfy specific AFIS and FIIS standards to function as an AFIS/FIIS Printer
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	23. AFIS/FIIS Latent and Fingerprint Processing Station, large, qty 25

	23.1
	AFIS/FIIS Latent and Fingerprint Processor Station features:

· Inserting large number of latents into latent database and also perform bookings (registrations) of persons into ten print database

· Inserting fingerprints from flatbed Scanner

· Inserting ten print cards and mugshots (i.e. mugshots taken by digital camera) via flatbed Scanner
· Bookings can be performed with Live Scan Fingerprint Scanner
· Data can be stored into AFIS/FIIS Latent and Fingerprint Processing Station temporarily

· Data is transmitted to AFIS/FIIS System and Core Platform Server once the connectivity is again established
	
	
	

	23.2
	AFIS/FIIS Latent Station Entering process description:

1) Latent marks and data are entered, scanned, edited and prepared 

2) Database searches vs. all databases are performed

3) After search verification

i. Server adds latent data to latent database (i.e. unsolved records) in case so required (i.e. new latent data)
	
	
	

	23.3
	Desktop Computer

See Item 3 Desktop Computer for technical specifications, with following additions and modifications: 

· Database compatibility with AFIS and FIIS database, items 15. AFIS and 16. FIIS

· AFIS and FIIS system and database client
	
	
	

	23.4
	Fingerprint Scanner

See Item 10 LiveScan Fingerprint Scanner for scanner technical specifications.
	
	
	

	23.5
	Scanner

See Item 8 Printer, Copier, Scanner ; MFD for scanner (flatbed) technical specifications.

Note: Equipment must satisfy specific AFIS and FIIS standards to function as an AFIS/FIIS Scanner.
	
	
	

	23.6
	Printer

See Item 8 Printer, Copier, Scanner ; MFD for printer technical specifications.

Note: Equipment must satisfy specific AFIS and FIIS standards to function as an AFIS/FIIS Printer
	
	
	

	23.7
	Digital Camera

See Item 6 Digital Camera for camera technical specifications
	
	
	


	Number
	Specifications 
	Specifications Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	24. AFIS/FIIS Express ID Checking Station, qty 87

	24.1
	AFIS/FIIS Express ID Checking Station features:

· Identification check of a person by taking a fingerprint by Fingerprint Scanner

· Performing an identification check with fingerprint vs. existing data in the databases
· Data can be stored into AFIS/FIIS Express ID Checking Station temporarily
· Data is transmitted to AFIS/FIIS System and Core Platform Server once the connectivity is again established.
	
	
	

	24.2
	Tablet PC or similar device for Express ID Checking

· Touch screen 

· Integrated or separate Fingerprint Scanner (small LiveScan, one finger capability only)
· One flat finger sensing area

· Image size adequate for one flat finger

· Resolution: 500 dpi or better

· USB interface

· Operation in  +5 to +45°C temperature range or with wider range

· Fingerprint, image format and quality: FBI standard IAFIS IQS Appendix F, ANSI/NIST

· Connectivity: 1 Gb Ethernet, Wi-Fi 802.11 a/b/g/n

· WPA Encryption supported by OS and Wi-Fi 

· Database compatibility with AFIS and FIIS database, items 15 AFIS and 16 FIIS
· AFIS and FIIS system and database client


	
	
	


I
Core Equipment O&M Training
For locations No 1&2 (0.12 Tables – Table 1) and items 1-2 Core Server System Platform and Web Server  (0.12 Tables – Table 3), Tenderer must provide sufficient training for designated personnel to ensure they will be able to operate and maintain core equipment without any help from the Supplier. Training must take place after the delivery and installation is completed, during or after the integration and customization. Training must be provided as on-site training delivered at locations. Training course documents can be in English or Serbian language. The language of the training can be English or Serbian. Training program must be defined according to:

	1.

Item Number
	2.

Specifications Required

	1
	Training Course
	Type of Training
	Syllabus

	
	
	Training Methods
	Number of trainees
	Course Duration
	

	
	Core Equipment O&M Training
	On-site training
	Min 10

Notice: Trainee list will be timely provided
	Min total of 20 days for all items
	a. For locations No 1&2 (0.12 Tables – Table 1) and 1-2 Core Server System Platform and Web Server (0.12 Tables – Table 3)
b. Must be designed as Operation & Maintenance training, explaining for each item min following:
i. basic operation and administration procedures

ii. advanced operation and administration procedures

iii. basic and advanced maintenance procedures

iv. best practices for operation and maintenance

	3.

Specifications Offered
	4. 

Notes, remarks, ref to documentation
	5.

Evaluation Committee’s notes

	
	
	


II
User Equipment O&M Training
For locations No 1&2 (0.12 Tables – Table 1) and items 6 - 9 TETRA Mobile Data Terminal, Digital Camera, Portable Projector, Printer-Copier-Scanner MFD and A0 InkJet Printer (0.12 Tables – Table 3), Tenderer must provide sufficient training for designated personnel to ensure they will be able to operate and maintain user equipment without any help from the Supplier. Training must take place after the delivery and installation is completed, during or after the integration and customization. Training must be provided as on-site training delivered at locations. Training course documents can be in English or Serbian language. The language of the training can be English or Serbian. Training program must be defined according to:

	1.

Item Number
	2.

Specifications Required

	2
	Training Course
	Type of Training
	Syllabus

	
	
	Training Methods
	Number of trainees
	Course Duration
	

	
	User Equipment O&M Training
	On-site training
	Min 15

Notice: Trainee list will be timely provided
	Min total of 10 days for all items
	a. For locations No 1&2 (0.12 Tables – Table 1) and items items 6 - 9 TETRA Mobile Data Terminal, Digital Camera, Portable Projector, Printer-Copier-Scanner MFD and A0 InkJet Printer (0.12 Tables – Table 3)
b. Must be designed as Operation & Maintenance training, explaining for each item min following:
i. basic and advanced operation and administration procedures

ii. basic and advanced maintenance procedures

iii. best practices for operation and maintenance

c. Must be delivered as train-the-trainer training with appropriate training material for further trainee education and instruction material for end user using the items items 6 - 9 TETRA Mobile Data Terminal, Digital Camera, Portable Projector, Printer-Copier-Scanner MFD and A0 InkJet Printer

	3.

Specifications Offered
	4. 

Notes, remarks, ref to documentation
	5.

Evaluation Committee’s notes

	
	
	


III
OS User Training
For locations No 1&2 (0.12 Tables – Table 1) and items 4-6 Desktop Computer, Laptop and TETRA Mobile Data Terminal (0.12 Tables – Table 3), Tenderer must provide sufficient OS training to ensure personnel will be able to use the items. Training must take place after the installation is completed, during the integration and customization. Training must be provided as classic, instructor led training, provided in CBT classrooms (please consider a training plan working in small groups because the classroom may not be sufficient for the simultaneous training of all trainees). Training can be delivered either at one of the locations provided by the Beneficiary or at your own location(s). Training course documents can be in English or Serbian language. The language of the training can be English or Serbian. Training program must be defined according to:

	1.

Item Number
	2.

Specifications Required

	3
	Training Course
	Type of Training
	Syllabus

	
	
	Training Methods
	Number of trainees
	Course Duration
	

	
	OS User Training
	Presentat.

Demo

CBT
	Min 30

Notice: Trainee list will be timely provided
	Min 7 days
	d. For locations No 1&2 (0.12 Tables, Table 1) and items 4-6 Desktop Computer, Laptop and TETRA Mobile Data Terminal (0.12 Tables, Table 3)
e. Must be designed as basic OS training, covering min:
i. basic parts and functions of the offered OS (interface, utilities, controls, services)

ii. howto use the other delivered user peripheral (items 10-18) with the offered OS

iii. best practices for operation of the offered OS with items 19-21AFIS, FIIS and CMIS

f. Must be delivered as train-the-trainer training with appropriate training material for further trainee education and instruction material for end user using the items items 4-6 Desktop Computer, Laptop and TETRA Mobile Data Terminal

	3.

Specifications Offered
	4. 

Notes, remarks, ref to documentation
	5.

Evaluation Committee’s notes

	
	
	


IV
Specialized User Equipment O&M Training
For locations No 1&2 (0.12 Tables – Table 1) and items 10 – 14 Live Scan Fingerprint Scanner, Thermovision Hand Camera, Mobile Automatic Document Reader, Digital Video Endoscope and Portable Gas Detector (0.12 Tables – Table 3), Tenderer must provide sufficient training to ensure personnel will be able to operate and maintain the specialized equipment without any help from the Supplier. Training must take place after the delivery and installation is completed. Training must be provided as on-site training delivered at locations. Training course documents can be in English or Serbian language. The language of the training can be English or Serbian. Training program must be defined according to:

	1.

Item Number
	2.

Specifications Required

	4
	Training Course
	Type of Training
	Syllabus

	
	
	Training Methods
	Number of trainees
	Course Duration
	

	
	Specialized User Equipment O&M Training
	On-site training
	Min 50

Notice: Trainee list will be timely provided
	Min total of 7 days for all items
	a. For locations No 1&2 (0.12 Tables – Table 1) and items 10 – 14 Live Scan Fingerprint Scanner, Thermovision Hand Camera, Mobile Automatic Document Reader, Digital Video Endoscope and Portable Gas Detector (0.12 Tables – Table 3)
b. Must be designed as Operation & Maintenance training, explaining for each item min following:
i. basic and advanced operation and administration procedures

ii. basic and advanced maintenance procedures

iii. best practices for operation and maintenance

c. Must be delivered with appropriate instruction material for end user using the items

	3.

Specifications Offered
	4. 

Notes, remarks, ref to documentation
	5.

Evaluation Committee’s notes

	
	
	


V
AFIS/FIIS System Training
For locations No 1 (0.12 Tables – Table 1) and items 15—16 and 20—24 AFIS and FIIS System (0.12 Tables – Table 3), Tenderer must provide sufficient training to ensure personnel will be able to use the items. Training must take place after the installation is completed, during the integration and customization. Training must be provided as classic, instructor led training, provided in CBT classrooms (please consider a training plan working in small groups because the classroom may not be sufficient for the simultaneous training of all trainees). Training can be delivered either at one of the locations provided by the Beneficiary or at your own location(s). Training course documents can be in English or Serbian language. The language of the training can be English or Serbian. Training program must be defined according to:

	1.

Item Number
	2.

Specifications Required

	5
	Training Course
	Type of Training
	Syllabus

	
	
	Training Methods
	Number of trainees
	Course Duration
	

	
	AFIS/FIIS Training
	Presentat.

Demo

CBT
	Min 10

Notice: Trainee list will be timely provided
	Min 14 days
	a. For locations No 1&2 (0.12 Tables, Table 1) and items 15—16 and 20—24 AFIS and FIIS System (0.12 Tables, Table 3)
b. Must be designed as AFIS/FIIS training, covering min:
i. basic parts and functions of the offered AFIS/FIIS

ii. how to use the delivered AFIS/FIIS with the item 1 Core Server System Platform (use scenario)

iii. how to use the delivered user peripheral (items 10-15) with the offered AFIS/FIIS

iv. best practices for operation of the offered AFIS/FIIS with item 17 Investigative/Intelligence Case Management Software
v. best practices for operation of the offered AFIS/FIIS with item 18 Data Backup & Recovery Software 

c. Must be delivered with appropriate instruction material for end user using the items

	3.

Specifications Offered
	4. 

Notes, remarks, ref to documentation
	5.

Evaluation Committee’s notes

	
	
	


VI
Investigative/Intelligence Case Management Software Training
For locations No 1 (0.12 Tables – Table 1) and item 17 Investigative/Intelligence Case Management Software (0.12 Tables – Table 3), Tenderer must provide sufficient training to ensure personnel will be able to use the item. Training must take place after the installation is completed, during the integration and customization. Training must be provided as classic, instructor led training, provided in CBT classrooms (please consider a training plan working in small groups because the classroom may not be sufficient for the simultaneous training of all trainees). Training can be delivered either at one of the locations provided by the Beneficiary or at your own location(s). Training course documents can be in English or Serbian language. The language of the training can be English or Serbian. Training program must be defined according to:

	1.

Item Number
	2.

Specifications Required

	6
	Training Course
	Type of Training
	Syllabus

	
	
	Training Methods
	Number of trainees
	Course Duration
	

	
	Investigative / Intelligence Case Management Software Training
	Presentat.

Demo

CBT
	Min 30

Notice: Trainee list will be timely provided
	Min 10 days
	a. For locations No 1&2 (0.12 Tables, Table 1) and item 21 Investigative/Intelligence Case Management Software (0.12 Tables, Table 3)
b. Must be designed as Investigative / Intelligence Case Management Software training, covering min:
i. how to do basic operations using common functions of the offered software

ii. using basic workflow for management of the classic criminal cases

iii. using advanced workflow for group work on the case and information sharing

iv. operational use from the field using TETRA Mobile Data Terminal

i. how to use the delivered software with the item 1 Core Server System Platform (use scenario)

v. how to use info from specialized equipment (items 11 and 13-14 Mobile Automatic Document Reader, Digital Video Endoscope and Portable Gas Detector ) with the software

vi. best practices for operation of the offered software with items 15—16 AFIS and FIIS and 18 Data Backup & Recovery Software 

c. Must be delivered with appropriate instruction material for end user using the items

	3.

Specifications Offered
	4. 

Notes, remarks, ref to documentation
	5.

Evaluation Committee’s notes

	
	
	


VII
Backup & Recovery Hardware and Software Training
For locations No 1 (0.12 Tables – Table 1) and item 18 Data Backup & Recovery Software (0.12 Tables – Table 3), Tenderer must provide sufficient training to ensure personnel will be able to use the item. Training must take place after the installation is completed, during the integration and customization. Training must be provided as classic, instructor led training, provided in CBT classrooms (please consider a training plan working in small groups because the classroom may not be sufficient for the simultaneous training of all trainees). Training can be delivered either at one of the locations provided by the Beneficiary or at your own location(s). Training course documents can be in English or Serbian language. The language of the training can be English or Serbian. Training program must be defined according to:

	1.

Item Number
	2.

Specifications Required

	7
	Training Course
	Type of Training
	Syllabus

	
	
	Training Methods
	Number of trainees
	Course Duration
	

	
	Backup & Recovery Software Training
	Presentat.

Demo

CBT
	Min 10

Notice: Trainee list will be timely provided
	Min 5 days
	a. For locations No 1&2 (0.12 Tables, Table 1) and item 22 (0.12 Tables, Table 3)
b. Must be designed as Backup & Recovery Software training, covering min:
i. How to do Backup/Restore/Archive/Retrieve functions for items 15—17AFIS, FIIS and Investigative/Intelligence Case Management Software
ii. How to do temporal, triggered and event-based backups
iii. How to do automatic duplication / mirroring of media, onsite / offsite (vault) management and media tracking
iv. How to do backup and restore functions for major 32/64-bit OS
v. How to use software together with item 1 Core Server System Platform
vi. Best practices for Disaster Recovery mechanisms and procedures
c. Must be delivered with appropriate instruction material for end user using the items

	3.

Specifications Offered
	4. 

Notes, remarks, ref to documentation
	5.

Evaluation Committee’s notes
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